MA440

"BROOKS

. . o\
Yacuation « warning Y

Operation & Installation Manual
Web-Server Il 1598
Rev 1.0

Web-Server Il 1598
S/W V2.1.x for
FT1020G3/FT128

Dec 2014



Operation & Installation Manual
MA440 Rev 1.0

Rev . SIW .

No. Date Description Rev. Written By Checked By
Revised and modified based on Panasonic Anis

1.0 | 3/12/14 operating instructions MEW01742 for V2.1.x. | V2.1.x | Edwin Thein Shenouda

Add Brooks Quick Start section

20f 62



Operation & Installation Manual
MA440 Rev 1.0

Table of Contents
N I (@ T L6 L@ 1 ] TR 7
1.1 (@ RV A Y 7
1.2 DEFINITIONS / EXPLANATIONS ..vutiituitttietttieetneeetteesaeesaneesaneesaneeeaaessaaaesaneesaneessnsesansesaneesaneesanes 7
2 GENERAL DESCRIPTION. ..uuiiiit ettt et ettt e e e e e et e e s e et e e e e aa e e s aaa e s saannas 9
2.1 WEB-SERVER L1, 1598 ... .ottt e e e e e e et e e e eanns 9
I O 10 | [0 QR 7Y = [PPSRt 11
3.1 SOFTWARE INSTALLATION REQUIRED ...cuuiiiiiieiit et e et e et e et e et e e e e e eaaeeeaaeeeanaeeaneeeaneeeaneeeen 11
3.2 W ALK-THRU GUIDE ... tuiteit ettt e ee et e e e et e et e et et e e e et e e e et e et e e e e s e et e s eaneeaesneeaneeneens 11
3.3 How To FORMAT WEB-SERVER 1598 FOR MAKING A CLEAN INSTALL OR UPGRADE ................... 25
3.3.1 Connections for Formatting via RJ-45 COM POIt........ccoooiiiiiiiiiiiiiiii, 25
3.3.1.1 Walk-Thru: Formatting/Upgrading the Web-server (Program Flash Image Method) .........c.cccceevveeennes 25
3.3.2 Connections for formatting/upgrading via PLC COM. RS232C port..........ccoeeeeeeeeennnnn. 27
3.3.2.1 Walk-Thru: Formatting the Web-server (Serial Gang Program Flash Image Method).............cccvvveeee.. 27
R L (O 1 111 28
4.1 {157 =1 = 3 0 1] | P 28
4.2 {0157 =1 = 3 I 10 1 U 29
4.3 SILENCE PC BUZZER (SOUND OFF) . tiitteieeee ettt 29
4.4 R 7N I S 30
4.4.1 TSI F= T4 o PSP PUPRRN 31
4.4.2 Pre-warning/Co-incidence/Quiet/Delayed Alarm ...........c.ooovveviiiiiiiiee e ee e 31
4.4.3 = 11 | PP RPNt 32
4.4.4 (D ET= 0] =1 g U= o | PP UPUPRRR 32
4.4.4.1 Zone or Zone-Address Disablement...........ccooiiiii 32
4.4.4.2 (@01 o TU Y= 11T 0 0 =T o 32
4.4.4.3 OULPUL TYPE DiSADIEMENT ... e as 32
4.44.4 Interlocking (OutpUL) DiSADIEMENT ....eeiiiieiieiee e e e e e e e rra e e e e e e ennes 33
4.4.4.5 COM-100P/INPUL DISABIEMENT......eiiiiiiieiciie ettt ettt ettt e et e e eetre e e etreeeseaaeeeeeareeeeesreeeenanes 33
4.4.4.6 Other (Alert annuNnciation) DiSAbIEMENT........c.uvvviiiee ittt e e e e e e e e e earrrreeeeeas 33
4.4.5 TeChNICAl WAINING ....eeeeiiie e e e et e e e e e e e et e e e e e e e eeeeennaeeeeeenes 33
4.4.6 11 4= 5 (o To3 (1 T RS 33
4.4.7 9T Yo @ o= o P 33
4.4.8 ZONES IN TESEIMIOUE ...ueiiiiii et e e e e e et e e e et e e e aa e e e eaaaaes 33
4.4.9 SEIVICE SIGNAL....uunii i et e e e e e e e e e e e e e aaaaaa 34
o O @ 1V o 10 | a7 A3 117 4[] 1 34
4,411 WEB Function Disablement (WEB Status)..........ccooeeeeiiiiiiiiiiiiee e 34
4,412  COMMUNICALION EITO ..uuiiiiiiiiiiiii ettt e e e e e e e e ea e e eaaanns 34
4.5 Y = N 0 T PP 35
45.1 AlLLOG i 35
45.2 ALBIM LOQ i 35
453 11 C=] g [0 od 1T T N 1o o FO PPN 35
454 GENEIAI LOQ .o 35
455 WEB LOQ ..o 35
45,6 LR 1Y Lo Lo LN A F= T o TR 35
4.6 MAINTENANCE (WEB FUNCTION) ...ttttttitttttiteteeteteeeeeeeasesesssssssssssssssssssssssssssssssssssssssssssssssssnnes 35
4.6.1 WVED FUNCHION . .... ittt e e et e e et e e e et e e e ea e e e esaeeeeabaneees 36
46.1.1 All e-mail FUNCLION........ooii e, 36
46.1.2 {2 0o F= T I S W] Vot o AET PP PPPPPPUPPPUPPPRN 36
4.6.1.3 Ol 2 YU 2= gl ST U g ot o o U URPRt 36




Operation & Installation Manual
MA440 Rev 1.0

46.1.4 GAtEWAY FUNCEION L. e 36
4.6.1.5 [ 8 VYo ot o o SRRt 37
4.6.1.6 TELNET FUNCHION. c1 vttt ettt ettt ettt ettt ettt et et eteeteeveeteeteeteereeseeseeseeseessessessessensessensessensensenseneensaneens 37
4.6.2 LTAT =T & T T ] R 37
4.7 YNy (ol [N =01 Y 7N T | PP 37
4.7.1 (USErNAME/PaSSWOIT). ......uuuuiiiiiiiiiiiiiiiiii s 37
4.7.2 o 0 P T I o [ =Y TR 37
4.8 (@] V=T I | N PPN 38
481 Control Unit Statistics (System Information) ... 38
482 [oTo] OS] r= 11 1S3 (o= PP P PP PP PPPOPPPPPPPPPPPRt 38
4.9 DETECTOR DIAGNOSTICS . ituiiteit et ett e et et e e e et e e e e et e et e e s e et e s e et e e eaneeanesaeesneeaneeneeens 38
49.1 [ 1Y (< Tox (o] g N1 SRR 39
49.2 ST VA (oS I IR A 39

5 REMOTE OPERATIONS . ... ottt e et e e et e et e et e e et e et e e et e e st e e stneeannnns 40
5.1 DISABLEMENT OPERATIONS .. etueitittetteeteete et et et e et e e s e ea e et e e aaeea e et ean et eaaeaneeanesneesneeaneeneens 40
511 74 o] = TN 41
5.1.2 (o] g TSIy Ao [0 | €T 41
5.1.3 L0 11 11 o 11 | ST PP PPURPPPPPRt 41
5.1.3.1 LOOP UNIT QUEPUL Leeiiiciiiiiiee ettt ettt e e e e et taes e e e e eeebaa s e e eeeaassasaaeeeesssssnnneeeassssnnnnseseessssnnnnnes 41
5.1.3.2 AV o] 1= Y= @ LU o LU A ) PSRRI 41
5.1.3.3 REIAY OULPUL (R) vttt ettt eseeee et eseees et eseseeeet et eseseesssesesesesesesesessesesessesesesesessseseseesseesenesnssas 41
5.1.3.4 EXPANSION BOArd OULPUL....uuuviiiiiiiiiiiiiiiiiiititeeteteeseeesseeeeseessessseeseeessssssssssaseeasas—aaeeaeaasassssssassssraaarsrsrrre, 41
5.1.3.5 INTEIIOCKING OULPUL ..eeiiiiiiiiiiiiiiiiitiiiiitetttee ettt et e e e e ee e e e e eeeeeeeeeeseseasasesessasssssasasssssasssssssssssssssssssssseensees 41
514 L 1011 o U1 1Y/ 013 42
5.1.4.1 (@70 0 4 o] I 11 0 42
5.1.4.2 Ventilation QULPUL ... 42
5.1.4.3 A g Fd U T 1T T=d @ LU d o 11 PRSP PRSPPPRPPRN 42
5.1.4.4 INTEIIOCKING OULPUL ..evtiiiiiiiiiiiiiiiiteiiittettete ettt eee e eee e eeee e aeeeaeeeaesaaesasasasasssssssassassssssssssasssssssssssssssssssssres 42
515 AL DBVICES ....uui ittt ettt ettt et e e et e e e e e e e e et e e e et e e e e s eeeaaeeeeraanns 42
5.1.6 Lo 104 To T o [U]T 0] 0= | P 42
5.1.6.1 Fire ROUTING EQUIPIMENT cccvttiieiiiiiiiiiiie ettt e e e e e et aaee e e e e e e aabas e e e e e eeaaasseeeeeaassesnnseeenesssnnnnnns 42
5.1.6.2 [ 10 L 2 Ce U A g T o [V 1T ] 0 [T oY AP PPSPPRRPPPRN 42
5.1.7 AlBIT ANNUNCIALION «..oviiiiii e et e e e e e e s et e e e e e e e ar e eerannes 42
5.1.8 COM-L0o0OP / ZONE LINE INPUL ....ceieeiiiiee e e e e e e e e e e eaeees 42
5.1.8.1 (60017 e Yo o F TP PPPRR PPN 42
5.1.8.2 Z0NE LINE INPUL e 42
5.1.8.3 ZONE INTEITACE ..., 42

5.2 ACTIVATION OPERATIONS ...etuieiitieiit ettt ettt ettt e ettt e e st e e st esat e st e sanaestnrestnaeetneestnaestnaessneessneeeen 43
521 L 111 o U 43
5.2.1.1 LOOP UNIT OUEPUL «.eetiiiiiiiiiiiiiiiittittttttetttt ettt ettt et eee et ee et e e ettt beeeeeeteeeeeteeeeeteeesbesssssssssbssssssssseennnes 43
5.2.1.2 VOITAZE OULPUL (S)-evrreiuieieiiiiieiiietecetteeeesiteeeesiteeeestteeesssteeesssteeesssteeeasseeeasssaeasseesesssseessssseessssseeesnns 43
5.2.1.3 REIAY OULPUL (R) .vtteeiirieeiititeeiiee e ette e ettt e e site e e sttt e e staeaessaeeeestaeesnsaeeeesssaeesassaeeeansseessnsseeesnsseeeanssenns 43
5.2.1.4 EXPANSION BOAId OULPUL...ueiiieeiiiiiiiiieeeeeseiiieee e e e esiiteeeeeeeessettaeeeeeeessnsaaeaeeeessnssssaeeeessssnsssseeaeessnnnnes 43
5.2.1.5 [[gY =T g oTol T a Y= @ U1 4 T¥ | APPSR UPPPNN 43

5.3 TEST OPERATIONS . ettt etttettt ettt ettt ettt e et e ettt esat ettt e sanaesanesanaeetaeestnaessnaesaneesanaestnaessneesnneeren 43
5.3.1 Ao ] 01T I =T APPSRt 44
5.3.2 AL DBVICES ....uu ittt ettt ettt e et e e et e e e et e e e e e e e e e r e e eabeeeeraanns 44
54 MAINTENANCE OPERATIONS ...ituueittietttiettieeetteeetteeeteestneesteeetneesteesteesteesneesneesnessnersnneesnns 44
54.1 Set Calendar and TIME ......vu i e e e e e e e ea e e eaaanas 44
5.4.2 SYNCNIONISE . 44
5.4.3 SIlENCE AIAIM DEVICES .. .cevviieii ettt e et e et e e e e e e aa e e eaaanas 44
544 V7= (o U = = 44

4 of 62



Operation & Installation Manual
MA440 Rev 1.0

54,5 Sensitive Fault DeteCtion MOAE ........... i 44
5.4.6 Calibrate OUIPULS .......ooeieeeeeee e 45
5.4.7 (O [0 LTI e LT BT To ] £ PR 45
5.4.8 [ T B T T To [T 45

6 CONFIGURATION OF EBLWEB ...ttt e e e et eeaaaas 46
6.1 WV EB-SERVER ..eutituiitieititteet ettt e et et e et e e e e et e et e et e e s e et e s et e et eeaneeaeeaeean et e saesaneeassneeanesnesns 46
6.1.1 General INFOIMALION .....cveiii e e e e e e e e e e e e e e e eeans 46
6.1.2 L0 L7100 [ 0] 0= 11 o] o 1R N 46
6.1.3 L0 1T = 1] 0 46
6.1.3.1 Y fo [ =T Y=Y d 4 =L PSRRI 46
6.1.3.2 DINS SN S .t tetiiiie ettt ettt e e e et ettt ee e e e e e eebaa s e e e eaeessaasaeeeessssnnnaeeaaessnnnnnaeeeaernrnnnnns 46
6.1.3.3 N T P SO NS ettt ettt et e ettt e s e e e ettt e e e e eeetbaaa s e e eeeaessanaaeeeessssnnnaeeaaessnnnnaeeeaersnnnnnns 47
6.1.3.4 oAV o1 o= O OO OPP PP PPROS PP PPPPPPPRRPRt 47
6.1.3.5 FTP/TEINET ACCESS ..ceeeeetieeiee et ettt e e ettt e e e ettt e e e e e ee e aaaeeeeeeeeeaataaeeeeeeeessasbaseeeesessssaaseeeesenaaes 47
6.1.4 BrOWSEE SEIINGS ... ettt ettt ettt ettt as s e s s e s s s s e eeeesnnnnees 47
6.1.4.1 Project Name / CUSTOM TEXE ..ccuvuiiiiirieeiiireeeiitreeeeirreeeetreeeeebeeeesbeeesesseeeeesseeeesseeeessseeeesseeensseeennsrees 48
6.1.4.2 [V 1y o] 4 1 Mo {0 TR PPPRRRTPPPPPPON 48
6.1.4.3 WED LINK e 48
6.1.4.4 BIOWSEE ACCESS evvuuueeiieiiiiiiaeeeetettutiiaaeeeeretttuuaseeeestrtnuaaeeeesssanssaseeesssssssssseeesssssnnneeesesssssnnseesesesssnnnnnes 49
6.1.4.5 Y I 1= o 11 o= SRS 49
L T A Y= | B =T USSR UURRRIPRE 49
6.1.4.5.2  VeNdOr ISSUBM......cciiiiiiiiii s 50

6.1.5 Gateway / EBLNEt SEHINGS .....ccvvieeiiiiiii e eeie e e et s e e e e e e eeans e e e e e ee e e eeeeeees 50
6.1.5.1 (600 ]\ oo o Y= [ V=4 TP P PP PPPPPRN 50
6.1.5.2 EBLTAIK SEEEINES +vvvvvrrirriittiititiitititettettttteteeeeeeeeeeeeeeeeaaeeeeaeeaesaaesseeessassaassaassaasssssasssssassssssssassssssssrssersres 50
6.1.5.3 ] VAN Y= 1 = £ PP PPOTUPPPRRR PPN 50
6.1.5.4 B I L (=Tl BT = ] o= OO PR PPPPPPPRRRN 50
6.1.5.5 IVIO D B US SOEEINES. .. eeitiiiiiiiiie ettt e ettt ee e e e e et te it s e e e eeeaata s e e eeeeaatasaaeeaessasssnseeeassssnnnsseesnessssnnnnes 50
6.1.5.6 LS =] Y o T4 PP PPPPPPRRRRPPRt 51
6.1.6 N0 To= o ST 111V TP 51
6.1.6.1 )Y =T V=T TSP PPPRR PPN 52
6.1.6.2 R A IS YU 0 =T o ot o [ o 52
6.1.6.3 [ ' 1 PP PPRPPPPRN 52
6.1.6.3.1  Fire Alarm / Pre-Warning €-Mail..........coovuueiiiiueeeeiireeeeireeeeereeeeeveeeeereeeeeseeeeeseeseesseesesseeensseeesens 53
6.1.6.3.2 Disablement e-mail.........cccoiiiiii s 54
6.1.6.3.3  INterloCKiNG €-Mail..cceiiiiiiiiiiiiiee ettt e e e e st e e e e s s sttt e e e e e s e abbaaaeeeeennaaraaes 54
6.1.6.3.4  Fault e-mail ..o, 54
6.1.6.3.5  Service / Contamination @-Mail .......ccuuuiiiiiiiiiiiiiiee et e e et e e e e et e e e e e e saaaaaaes 54
6.1.6.3.6  Test Mode e-Mail........ccooiiiiiiiii s 55
6.1.6.3.7  Technical Warning @-mail.........c.ceouiiiiiiiiiei ittt e st e e e s e st e e e e e ssniebaaeeeeesssnnnnreees 55

7  SOFTWARE AND CONFIGURATION . ... ittt e e e e et e et eeaa e e aaeeannnas 56
7.1 EBLWEB SOFTWARE PACKAGE......uiiitiiiiiieiiiee e et e et e e e et e e e e e et e e et e e et e saa e e st e sanneeanneeenns 56
7.1.1 (D01 o] (o F=To HS PPN 56
7.2 EBLWEB CONFIGURATION DATA ..otuiiiiiiii ettt e et e et e e e e e et e et e e e s e e eaaeeanns 57
7.2.1 (D01 o] (o F=To HS PPN 57
7.2.2 7= 1o (0T o J (0] ][0 =T ) IO PPN 57
7.3 SITE SPECIFIC DATA (SSD) 1o 58
7.3.1 Download via Configuration DAta ................uuuueeieiiiieeiiiiiiiiieeeiieeeeeeeeeeeeeerereererree. 58
7.3.2 Download via Download SSD for Control UNItS..........cccuueeeiiiiiiiiiiiiieeeeiieeeeivee e 58
7.3.3 Download via INdiVIdUAI MENU .........uiiiiiiiieiie e e e e e e v 58

8 INSTALLATION / COMMISSIONING .....outtiiiiii ittt e et e e e e e eaaanes 59

50f 62



Operation & Installation Manual
MA440 Rev 1.0

8.1 LED INDICATORS ...t ctt ettt ettt ettt ettt e ettt e ettt e e ettt e e et e e e e e et e e e eaba e e eetan e eeeeaneaeannnaaes 59
9 CONNECTION DIAGRAMS ....utiiiiiiiiiitiiiii e 60
Lists of Figures
Figure 1 PC is connected to an FT1020G3 system via Internet / an intranet (LAN) and the
WED-SEIVET 11, 1598 ... oottt et e et e e e et e e et e e et e e e s e saaeeeaneeeaneees 9
Figure 2 Web-server I, 1598 With CONNECIOIS.........cuuuuiiiii e e e 10
Figure 3 EMII Filter on Web-Server POWET CAbIE ...........uuiiiiiiiiiiiiiiiiiiiiiiiiiiee ittt eeeeeeeeaeenees 59
Figure 4 1598 WEB-SERVER Il installed to FT1020GS3 ..........cuuvviiiiiiiiiereeeeeeruiesessssssssssressesserre. 60

6 of 62


file://server01/Data/ENGINEERING%20SERVICES/Current%20Products/Under%20Review/Web%20Server%201598/MA440%20FT1020G3-FT128%20v2.1.x%20for%20Web-Server%20II%201598%20Rev1.0%20(Edwin)%20Final.docx%23_Toc404781008

Operation & Installation Manual
MA440 Rev 1.0

Introduction

11

1.2

Overview

The Web-server Il operation and installation manual is a generic document for both
FT1020G3 and FT128 panels. Hence, from hereon, where ever the term “Panel” is used,
it is referred to either the FT1020G3 or FT128.

The Web-server Il (1598) is a communications device where remote monitoring, interface
to nurse call system, control' and maintenance are necessary for the control panel. The
functions of the Web-server Il is dependent on which software is downloaded as well as
which configuration data is created and downloaded.

The software (EBLWeb) and configuration data are downloaded to the Web-server Il via a
commissioning tool, EBLWin (a PC program). The EBLWin is dependent on the Firetracker
system and the EBL software version.

In previous versions, a separate software Configuration Tool (WebG3 or Web128) was
required. In this current version, the Web-server configuration is done within EBLWin
V2.1.x for both FT1020G3 and FT128.

For this to work, the Real-Time-Operating-System (RTOS) on the Web-server has to be
upgraded to RTOS Revision 1.512 or higher®.

The configuration described in this manual has been tested with both Windows XP and
Windows 7 OS.

This document describes the following software:

EBLWeb V2.1.x* for Web-server Il 1598 (Hardware ver 1.1).

To create the configuration data, the EBLWin V2.1.0 or later configuration software must
be used. It is also used to download both the configuration data (SSD-Site Specific
Data) and the software for the Web-server Il (1598).

The Web-server Il is used in a FT1020G3 system with up to six units® in a TLON Network
or in standalone FT128 / FT1020G3. It is to be connected to Internet / an intranet (LAN),
to a Security Management system and/or as a Gateway.

NOTE: The first two digits of the software version for EBLWin and EBLWeb (e.g.
version 2.1.x) must be matched.

Definitions / Explanations

Definitions / explanations / abbreviations / etc. frequently used or not explained elsewhere
in the document.

! Although the Web-server Il is capable of controlling the panel remotely, this is prohibited in some state regulations. Please
check with your state regulations if this is permissible.

2 Download from: http://www.beck-ipc.com/en/download/licence.asp?id=sc1x3 rtos_151&I=1

8 Upgrade the RTOS is required only for the older stock, new stock of 1598 will be loaded with the latest RTOS software.

4 On the date of printing this manual the EBLWeb software revision is V2.1.0

> Only one Web-server is allowed to be installed in a FT1020G3.
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Abbreviation Description
C.E. Control and indicating equipment (=control unit; C.U.)
C.U. Control unit (=Control and indicating equipment)
S/W Software
H/W Hardware
The log / list re-starts when it is "full". The first events will
Circular log / list be overwritten, i.e. a circular log / list shows the xx latest
events.

The log / list stops when it is full and has to be erased
Straight log / list before the logging can start again, i.e. a straight log shows
the xx earliest events.

LAN Local Area Network

SSD Site Specific Data
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2 General Description

The Web-server Il (1598) can be used with one or more of the following functions:

1.

As a Web-server for presentation of the actual FT1020G3 / FT128 status in a
PC using the web browser Microsoft Internet Explorer or Chrome, via
Internet or intranet (LAN). See page 28.

As a Web-server also for remote operation of an FT1020G3 / FT128 via
encrypted and safe two-way communication (HTTPS). See Section 6.1.4.4
page 49.

As an e-mail client to send e-mails in case of special events (e.g. fire alarm,
fault, etc.), see page 37 section 4.7.2 on E-mail Address. To set up, see section
3.2 step 22).

As a Gateway to a separate system, i.e. to transmit and present fire alarm
information in another (PC) system. See section 3.2 step 21)

To connect the Firetracker system to a Security Management system via
EBLnet (TCP/IP),

The Web-server Il has to be configured and the EBLWeb software has to be downloaded
via EBLWin 2.1.x. Figure 1 gives an example of how a networked FT1020G3 provides
remote monitoring using the Web-server. In the case of the FT128, replace the FT1020G3
blocks with a single FT128 Panel.

Client

Intranet

Figure 1

Internet f

G3 CIE G3 CIE

RS232
Web server

| TLON Network |

PC is connected to an FT1020G3 system via Internet / an intranet (LAN) and
the Web-server Il.

2.1 Web-server I, 1598

The Web-server Il consists of a light grey plastic enclosure, which is vertically mounted on

a DIN rail.

6 A symmetric 35 mm DIN rail is fitted inside the panel when the Web-server is requested to be installed in FT1020G3 or FT128
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Power Connector

-,

RS232 D-Range (for )//
Gateway Function)- &

not supplied

RS232
Connector

RJ45 Ethernet
Connector -
not supplied

Figure 2 Web-server I, 1598 with connectors

The Web-server Il has four interfaces as shown in Figure 2:

Power Connector (+24Vdc)

RS232 D-Range 9-pin (for Gateway function)
RS232 Connector (serial line for Web-Server)
RJ-45 Ethernet Connector (for LAN connection)

rpONPRE

For connections and technical data, see Connection Diagram Section 9 Page 60.
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3 Quick Start

3.1 Software Installation Required

O EBLWin 2.1.x

U @CHIPTOOL (Chiptool_lInstall_V6.1.3.6.exe) can be downloaded from
http://www.beck-ipc.com/en/download/licence.asp?id=chiptool _install&l=1

O EBLtalk terminal.exe’ (if Gateway function is used).

3.2 Walk-Thru Guide

1) Connect to respective Panel as shown in connection diagram Figure 4 page 60.

2) Connect between “MODEM COM. (RS232C)” port on the Web-server and
computer/device if Gateway function is used.

3) Connection between laptop and the 1598 WEB-SERVER 11 with a CAT-5 LAN
cable via the Ethernet RJ-45 COM port.

4) Obtain network parameters:
On Windows Start menu, click windows sympol Z+R then type “cmd” without
guotes followed by enter key.

5) Type “ipconfig” at the command prompt & then enter:

C:AWINDOWS\system 3 2\emd.exe

Microsoft Windows AP [Version 5.1.26801
(G Copyright 1985-2081 Microsoft Corp.

C:~Documents and Settings“~TESTING>ipconfig

Windows IP Configuration

Ethernet adapter Local Area Connection 4:

GConnection—specific DNS Suffix . =
IP Address. . . . . . . . . . . . =

18.1.1.1
Subnet Mask = 255.255._.255.8
Default Gateway s 18.1.1.2

C:“Documents and Settings“~TESTING>

6) Copy the IP Address, Subnet Mask, and Default gateway. All 3 must be made
available.

Note:

You may need to ask your systems administrator for available and/or allowed IP
addresses. The IP address for the Web-server will be derived from this.

For this walk-thru guide, the next available IP Address® would be 10.1.1.3

7 The software EBLtalk terminal.exe can be obtained from your nearest BROOKS office. The software is available in Brooks
server Z:\Technical Services\Products (under construction)\Analogue Addressable Systems\Webserver\Web Server
Setup\Chiptool_Install_V6.1.3.6

8 The ipconfig at the command prompt is shown for Windows 7, it might be slightly different for Windows 8

% |p addresses starting with 192.168.x.x are private IP addresses and should not be used. 192.168.1.169 is the IP address set
at delivery.
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Follow steps 7-10 if you have to set IP addresses manually.
7) In Windows: Go to Control Panel>Network and Sharing Centre and click on
Local Area Connection:

o=
% » Control Panel » All Control Panel tems » Network and Sharing Center v | 44 ||| Search Control Panet F)
File Edit View Tools Help
Control Panel Home . . . . . ©
View your basic network information and set up connections
Change adapter settings &; Eb 0 See full map
Ch, d d sh )
e BROOKS33 brooks.com.au Intemet
(This computer)
View your active networks Connect or disconnect
B brooks.com.au Accesstype: Intemnet
Domain network Connections: \JJ Local Area Connection
Change your networking settings
4iGi Set up a new connection or network
" Setup awireless, broadband, dial-up, ad hoc, or VPN connection; or set up a router or access point.
"s. Connect te a network
Connect or reconnect to a wireless, wired, dial-up, or VPN network connection.
@@, Choose homegroup and sharing options
Access files and printers located on other netwark computers, or change sharing settings.
Seealso
[ Troubleshoot problems
HemeGroup. Diagnose and repair network problems, or get troubleshosting information.
iCloud
Intemet Options
Windows Firewall

8) When the Local Area Connection Status dialog box opens, click on Properties:

General

Cennecton
IPv4 Connectivity: Mo Internet access
IPvi Connectivity: Mo network access
Media State: Enabled
Duration: 05:47:28
Speed: 100.0 Mbps

Activity
Sent —— k'! ——  Received
E=d
Bytes: 54,125,984 | 250,539,639

[ @Eropertles ] [ @glsable ] [ Diagnose ]

9) Inthe Network tab under the “This connection uses the following items:” choose
Internet Protocol Version 4 (TCP/IPv4) then click on Properties:

T Loca s Cormecion Prp e
Metwarking

Connect using:

l-‘-'." Intel{R) 82573LM Gigabit Metwork Connection

This connection uses the following items:

% Client for Microsoft MNetworks

=l QoS Packet Scheduler

.Q File and Printer Sharing for Microsoft Metworks

~&. Intemet Protocol Version & (TCP/IPvE)

I 1 Prosccol Verson 4 (TCP/Pv) |

~&. link-Layer Topology Discovery Mapper |. Diriver
wia Link-Layer Topology Discovery Responder

Description

Transmission Control Protacol/Intemet Protocal. The default
wide area network protocol that provides communication
across diverse interconnected networks.

ok | [ cancel
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10) Click on the radial button for “Use the following IP address:” and type in the
addresses (Note: the addresses here are for this example only). You should
check with your systems administrator for these IP addresses):

TInteret Protocol Version 4 (TCP/IPvé) Properties | [wtholmmtidom]
General

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

(71 Obtain an IP address automatically
(@) Usge the following IP address:

IP address: 0.1 .1.1
Subnet mask: 255,255 .255. 0
Default gateway: mwm. 1.1 .2

Obtain DNS server address automatically
(@) Use the following DNS server addresses:

Preferred DNS server:

Alternate DNS server:

[ validate settings upon exit

[ oK J [ Cancel ]

Important:

If you are using your personal computer that is normally connected to the internet to
perform this one-off configuration, REMEMBER to return to this dialog window and
return the settings to “Obtain an IP address automatically”.

11) Run @CHIPTOOL to scan for the Web-server. It should show up with this
window:

*- @CHIPTOOL !' n

Eie Flash CHIP Tooks [nfo
Scan for IPO@CHIFs at the network

1521681168 [SC143  [DOGOSEATBAAT |20 |v1.22
Ping

Telnet
FTR
HTTP

P mnﬁgurali&
Pregram flash'inage

I~ Collctiod _Phep| % s

Ready, Found: 1 Sorted by Sor Open popup menu with right mousecick ot table rows

Note:

The IP Address, Subnet Mask, and Default gateway shown are reserved addresses at
delivery. These have to be reconfigured. All Web-Servers should be upgraded with
RTOS v1.7. See Section 3.3.1.1 for upgrading.
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12) Right click on the selection and choose “IP Configuration” in the context menu,
will bring up this dialog box:

IP configuration by serial number or MAC-ID rg|

Sernial number or MAC-ID

0305641BAAT #® Config

Chip IP configuration ? Help
IP Address 10.11.3 =

Metwark mask |255.255.0.0

Gateway 1012
Interface I_ Index l_

[~ Use DHCP

v Configure default ethemet interface

Configuration successful

Note: Serial number or MAC-ID number will be different on yours, do not change this!

Change ONLY settings for IP Address, Network Mask, and Gateway given by your
Systems Administrator.

The IP address assigned for this example only is 10.1.1.3, Network mask 255.255.0.0,
and Gateway 10.1.1.2. These will be different from yours.

Then set these accordingly:

a. Leave the interface box blank and
b. Check the box “Config default Ethernet interface” and

c. Click on the @‘ button (This will start the configuration and you
should see “Configuration successful” at the bottom of the dialog box
when completed.

13) Check the main window on @CHIPTOOL, you should observe that the IP
address, Netmask, and Gateway settings have changed according to your
settings:

»  @CHIPTOOL - [o] x|

File Flash CHIP Tools Info

Scan for IPC@CHIPs at the network

£ -

I {Sne MName DHCP}IP Netmask Gateway Target |ID Iflds [RTOS |IfType
01BAAT7 |SC143 | 255.255.0.0 |10,1.1A2 SC143 |003056A1BAA7 |2:D V1.22 |ETH

Ready, Found: 1 Sorted by Snr Open popup menu with right mouseclick at table rows
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14) Right click on the selected Web-server (here named “Baselnit”) then choose
FTP from the context menu.

v @CHIPTOOL !. n

File Flash CHIP Toolks Info

Scan for IPCECHIPs atthe netwark

Telnet

HTTP

IP configuration
Program flash image

[ Callect Mode ? Help % Stop

Ready, Found: 1 Sorted by Snr Open popup menu with right mouseclick at table rows

This will then open up with the connection dialog box:

Target-IP:

[101.13 |
User:

|ft|:|

Paszward

i

W Save User and Pazsword

Representation-Type:
f* Binary [Image)
" ASCH

™ Use passive mode

LConnect | Cancel |

Ensure that the Target IP address is correctly selected as you have assigned in
step 12.

Note:

You can change the User and Password but if you forget, you will have to re-flash the
Web-server and start all over. See Section 3.3 page 25 on How to Format Web-
server 1598 for Making A Clean Install.

For a brand new Web-server Il and for this walk-thru example:

User: ftp
Password: ftp
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15) Once connected you should see “Connected to <your Target IP address>". In
this case, itis 10.1.1.3.

% ELHIPTOOL FTP-Chient

Filn Wew Cornechon

EgBoBE o 5

L] Driew: | =

Fillsrame Size Time -~ Flenams | Soe Tives
G 322 Vieiona SiDad . DIRECTORY AN IzsaE O DIRECTORY 01 2EE 12 0000
NRECTORY AN 3IFITA B BECK.GIF zn 10203 120 O
SR 11000.. NRECTORY TLT00S 114508 B criP G 05
DL RECTOFY B criP i o]
MAECTOAY B MEWTEST EXE L i)
DRECTORY
HRECTORY
HRECTORY
G ra0 MHRECTORY
G FP912 softvare RECTDFY
& G3 DRECTORY
OIS MAECTORY
B Lok s HRECTORY
Cache [HRECTORY
IXIHCN snd AAF  [IRECTORY n
& RECTORY 1065301 2370
€ Frogeee Files MRECTORY FAOENI 1A E
&y RECTTLER IRECTORY 242N 15734

i 55D et for SUIB L
S System Volume inio
=R

€3 WAN DTS

€ *

b orwnected bo 10UE. 1L -]

Alternatively,
Ping the IP address 10.1.1.3 to see if connection is fine. Go to “Command
Prompt” and “ping 10.1.1.3” type this at the prompt without quotes:

AWINDOWS\system3 2\em d. exe

IC:~Documents and Settings\TESTIMNG>ping
Pinging 18.1.1_3 with 32 bytes of data:
Reply from 18.1.1_3: time<{ims TIL=255

Reply £rom 1@.1.1.3: time<{ims TIL=255
Reply from 18.1_.1._ time<{lms TTL=255

b
Reply from 18.1.1.3: time<ims TTL=255

Ping statistics for 18.1.1.3:

Packets: Sent = 4. Received = 4, Lost = @ (8x loss>.
fpproximate round trip times in milli—seconds:

Minimum = Bms,. Maximum = Bms. fAverage = Bms

IC:~Documents and Settings~TESTIMG>

If all is good, you should see “Reply from 10.1.1.3:” with (0% loss).

16) Upgrade the RTOS to RTOS Version 1.71%° if required. Refer to How to Format
Web-server 1598 for Making A Clean Install or Upgrade see Section 3.3, page
25,

17) Using the @CHIPTool, check that the RTOS version has been upgraded.

18) Launch EBLWin and “Add Web Server...” (Right click on Control unit).

10 Download from: http://www.beck-ipc.com/en/download/load.asp?f=/rtos/archiv/SC1x3V0170Release.zip
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19) From the menu, System>User Data... enable the WEB-server access for
“Service personnel” then click OK.

User data

User name Initials Password

WEB-server
access

Accesstype

Information only 0 000000

Information only

Building officer BO RARARR

Service personnel 5P

<]

Building officer

Service personnel

Information only

Information only

Information only

Information only

Information only

Information only

OooooDEoE=EE
i o e o

Information anly

20) Double click on the Web-server just added to the Control Unit and it should
display the Web-server unit configuration dialog box. Fill out the area circled:

== Webserver Unit ®
General Information Unit information
Technical address 0 Name Websarverunt 0 Hardware ID  1BADB
Uit sefings | Browser /EBLnet settngs | Notfication settings | \
IP address settings NTP settings
[7] Use DHCP
NTP server ]
Devicename EBLWeb200
|P address 0. ¥ o 3 || Event log
Netmask 25.255. 0 . 0 | [7] Daiy log save
Gateway 0., T . %, 2] ——
DNS settngs [ Change |
[] Use DNS
Primary DNS
Secondary DNS
oK ] Cancel Aoply

The Hardware ID is the five characters that are printed on the Web-server plastic
enclosure as shown.

17 of 62



Operation & Installation Manual
MA440 Rev 1.0

. A
SVacuation » waming SY°

21) Click on the “Gateway/EBLnet settings” tab:

r N
== Webserver Unit P |
General Information Unit infomation
Technical address 0 Mame Webserver unit 0 Hardware 1D 1BADBE

Unit settings | Browser settings ‘ Gateway/EBLnet settings | Motification seﬂingsl

Gotowaytyps | EBLTaK - Optional, only if EBL Talk is used.

COM port settings EBLTalk settings

Baudrate @ COMpot ) TCP/IP port

Databits 7 @ 8

oy

Stophit(s) @1 o2

7 bits checksum e

Browse...

EB Lnet settings

UseEBLrel  Portmumber | 2000 Must tick this box and fill out the correct
Port, normally 2000

ok | [ concel | [ seey |

Choose “EBLTalk” for Gateway type only if using EBLTalk (use settings as
shown). EBLnet settings “Use EBL net” must be selected and a port number
assigned when using remote management system e.g. Skywalker.

The following is applicable Only if email notification is required (Optional steps):

22) This step and the next are optional. Perform only if email notification is required:
Click on the “Notification settings” tab.

== Webserver Unit ? - E% = :

General Information Unit infomation

Technical address 0 Name  Webserver unit 0 Hardwars 1D 1BADE

Unit settings [ Browser settings | Gateway/EBLnet sstungs | Noificaiion seiiings ;|

SMTP server SMTP authertication

|P address 0. 1 3.1 [T Us= SMTP authentication
Part number 25

Use sender addregs

Sender address  webG 3@brooks.com au

E-mai

E-mail settings

oK Cancel doply

18 of 62



Operation & Installation Manual
MA440 Rev 1.0

23) Fill in the Sender address, in this example webG3@brooks.com.au was
assigned. You must enter the SMTP address in dotted decimal format *. The
default SMTP port is 25, this may vary. Check with your Systems
Administrator then click on the button under the E-mail section.

24) Fill out the persons to send this notification to, then click the compose button.
Address to the person(s) you want to notify under certain panel conditions e.g.
Fire, Fault, Disablement, Service, Pre warning, Test mode, etc. and email will
be sent to the receiver's email address.

Enter the subject just like in any email. In the body are commands that you
can use e.g. Date, event type etc. Click on any of these and the command will
appear in the Body automatically showing when the event has occurred.

== E-mail settirgs =
. anma( [Ta [«]Pesona Sublect:  Afire alamn has oocured in the bulding!
o o [cc_|=[pemons Sudy Dede line}
B ofrewrc
vzt typet
|To ~ | Pason D
|To - | Persan E “{Project name}
[ lo - Heasz respond immediatety!
Naahement [T
o -
To - Lo not reoly as this is an automated notfication
To hd
To -
o [~
Intericcking B
o -
o~
[fo |+
[fo |-
Faul [ |-
aul
[T" hd Project " Date time ] i De-activae
[\o v
[To hd
Sarvics./Contaminztion ? s
o -
Cempcse To -
To hd
[To [~
Ti -
Test mode {T"
o -
FRE
[T |+
[ |-

a3l

Ted

message

Presentation
irformation

Web link Erowser
URL unL

25) Gateway / EBLnet settings are optional.

If, Gateway function is not used select “None” Under the “Gateway / EBLnet
settings” tab:

| Unit settings | Browser settings | Gateway/EBLnet settings |_

Gateway type

1 Tip: If you only have the SMTP address in pain text format, try going to the windows command prompt and pinging it,
example: ping panasonic.com. This will convert your plain text format into dotted decimal format.
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If Gateway function is used: set '? the EBL Talk 2 as follows then click OK:

== Webserver Unit

D [ |

General Information

Technical address 0 Name Webserver unit 0

Unit information

Hardware 1D

Gatewaytype |EBLTak -
COM port settings

-

Databits o7 @8

Stopbit(s) @1 2

7bits checksum Reset defaults

Parity

EBLnet seftings

UssEBLnet  Port rumber 2000

Unit settings | Browser settings | Gateway/EBLnet settings | Notification settings

1BADB

EBLTalk settings
@ COMpot

) TCP/IP port

Browse...

Create

| [ conce

] |

Apply

26) Under the Browser settings tab, Click on Browse to add the file location of
your company logo ( if required).

== Webserver Unit

General Information

Technical address 0 Name Webserver unit 0

Unit information

Hardware 10

Type in essential contact information.

Unit setings | Browser settings | Géfeway/EBLnet settings |
¥

ion settings

1BADB

Project name/ Customtexd '
EBLWEB 2.0.0
Brocks

Fire & Evacustion Waming Systems
Fh: 02 9634 1465

Custom logo

Web link

Wieb link settings

Browser access

http
Browser URL

Selfissued

@) Vendor issut

cerficate

ed cerificate

Create:

Retrieve

Erowse...

Browse.

Browse .

OK

] [ Cancel

] |

ooty |

27) If required, change the ftp access under “Unit settings” tab:

12 These settings are only applicable when used with EBLtalk terminal.exe provided by BROOKS. EBLtalk terminal.exe is an

RS232 Terminal interface to check data communications.

BROOKS cannot support any other open source programs since

their settings may vary. If you choose to use other open source programs, you must find the settings that work yourself.

13 EBL Talk can be used together with SkyWalker and while the Web-server Home page is running.

20 of 62



Operation & Installation Manual
MA440 Rev 1.0

== Webserver Unit ? B
General Information Unit information
Technical address 0 Name  Webserver urit O Hardware 1D 1BADB
Unit settings | Browser settings | Gateway/EBLnet settings | MNotification settings
IP address settings NTP settings
[ Usa DHCP
NTF server
Device name  EBLWeb200
IP address 10 1.1 . 3 Evert log
Netmask %5 2% . 0 0 [C] Daily log save
Gateway 10 tot.2 FTP/Telnet access
DMNS settings
[] Use DNS %
Primary DNS
Secondarny DNS

Click on the button and fill in the new user name and password.
Default user name and password is ftp.

Warning: If you forget your username and password, you will not be able to download
the Web-server configuration. In this case, performing a clean install as described in
Section 3.3, might be necessary to return everything to default settings. Then repeat
this procedure from the beginning of this section.

28) On configuration completion, check that you have your dongle (5094) on your
laptop/PC plugged into a USB port. Connect between laptop/PC and CIE via
USB (Type A to Type B) cables and be logged on from Tools>Log on Control
Unit.

29) Download the EBLWeb V2.1.0 (file EBLWeb210_ENGLISH.BIN) only if
upgrading versions or suspect corruption. See Section 7.1.1.

30) Right click on the Web-server and choose “Download EBL Web configuration”
from the context menu:

Download SSD...
Import old Websitedata
( Download EBLWeb configuration ]

Properties... Ctrl+Enter

View in browser...

X Delete...

Then click the Download button with the “Include SSD Data” ticked

ek S50 s in the Download EBL Web configuration Tab window.

D load EBLWeb fig i v X
Show al Refresh

10139 VIO FULL

( ¥ Include SSD Data Download )

Device name EBLWeb200 ‘
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31) The progress bar will fill at the bottom of the page then this message will pop-
up (It is recommended to wait 30 seconds, click OK, then restart the
webserver manually.):

Confirm (ot S

IP setting changed, please wait approx. 30 seconds for restart of webserver

0 Ll

Import old Websitedata

32) Right click again on Web-server then
choose “Download SSD...” The
download should begin within 30
seconds.

33) On completion, you should see the
message “Download completed
successfully.” Before you close the
Download SSD window.

Download EBLWeb configuration

Properties... Ctrl+Enter

View in browser...

X  Delete...

Note:
Sometimes the Download SSD window gives the message “Downloading...” but does

nothing and the Download button becomes active again.
-~ Download SSD )

Webserver unit 0 | Download
Downloading.
<' 1) Says “Downloading... 2) Download button
but no progress become active again

If this happens, just click the Download button again. A successful download should
show the message “Download completed successfully...” with the progress bar filled.
. S

== Download SSD

Downioading.
Webserver unit 0
Downloading

- Download SSD . )’ E ]

Webserver unit 0 Download |
Downloading

Download completed successfully.

34) After download completes, reset the Web-server by disconnecting the power
connector to it and reconnecting.

35) Reconnect to an active Ethernet LAN cable connection to the Web-server's RJ-
45 Ethernet COM port.

36) Open an Internet Browser on a remote computer that is connected to the
internet and type the IP address that was assigned in step 20).

= Internet Explorer cannot display the webpg

File Edit Wiew Favorites Tools  Help
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... you should then see this page:

Panasonic

EBLWeb 2.1.0

37) Type in the Username and Password. Both are case sensitive. (Web-server
access is only given if set in step 19).

38) To test, activate an MCP with the test key on the fire panel. You should see the

g :
icon _J flashing:

@ EBLWeb 2.1.0
=y

) Al < (8o SEE

N~
Status

= | [Number of Fire Alarms activated

[Frre elarm

Pre-warning/Co-inzidence/QuievDelayec alarm
Fault
Uisablement

Technical waring

Dooropen
Zones in fest mode

1
0
4
v
0
Interlocking ‘ 0 i
2
0
Service signal 0

0

Output acivation

WEB fundtion disaslement 0

Commun cation error 1

® Panasonc Eco Solutions Nordic AB 2014

Panasonic

39) To check what has been activated, click on *=
the next screen:

next to the alarm to bring up

2 o | \ |
Kl lallc|Bs] SEEEE
Status » Fire alarm
Time Zone Address Type State Text Link1 Link2 Reset
2014/07/04 07:50 007 07 McP Fire alarm |MCP on Panel 01 [%

40) Go to the MCP and pull out the test key.

Reset

41) On the remote computer, click the Reset button | and hit apply. The Alarm
should clear and the fire panel should return to normal conditions.

42) Connect the RS232 cable from laptop to Web-server via port labelled “MODEM
COM. (RS232C)".

43) To test the Gateway function (if set up in step 25), run EBLTalk Terminal:
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K TERMINAL: COM1-9600-8N1
Settings Control OWS Help
1d {01i was here)}*<CR><LF>
[ ]

01234567891 ;<=>7
@ABCDEF CHIJKLHND
PORSTUUWXYZ[\]"_
“abcdefghijklnno

On the menu, Settings>RS232 Settings, change the Baud Rate to 9600 and
ensure the other settings are as shown, then click OK:

R5232 Settings

Part Terminal Filker

[Com1 ~| oA |
Baud Rate Bute Size  Parity Stop Bite
SF <o = o _ Cacd |

44) When you activate an MCP on the panel, you should see a message # in the
EBLTalk Terminal window that an alarm has been set off:

] 0K TERMIMAL: COM1-4800-8N1
P
: fghijklme

Note: if the text message was not configured for the MCP on the FT1020G3 or FT128,
you will only see the line <SOH>...00401..ending with <US> without the circled text.

14 This message will only appear here provided you have configured texts for your Panel via the EBLWin Config Tool.
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3.3.1

3.3.11

How to Format Web-server 1598 for Making A Clean Install
or Upgrade

In cases where download of a new configuration fails, incomplete or corrupted which may
cause rebooting or lose communications with the C.1.E., formatting of the Web-server might
be required.

This section describes how to format the Web-server (if necessary) using @CHIPTOOL.
Normally @CHIPTOOL will be able to detect the Web-server when connected to the same
network.

The following are required:
1. Formatting File: format_sc1x3.hex

Download from:
http://www.beck-ipc.com/en/download/licence.asp?id=format_sc1x3&I=1

2. Upgrade the RTOS, file required: SC1x3V0151 FULL.hex (or higher version)
Download from:
http://www.beck-
ipc.com/en/download/load.asp?f=/rtos/archiv/SC1x3V0170Release.zip

3. Software: @CHIPTOOL (Chiptool_Install_V6.1.3.6.exe)
Download from:
http://www.beck-ipc.com/en/download/licence.asp?id=chiptool install&l=1

Connections for Formatting via RJ-45 COM port

1) Refer to the connection diagrams on page 60 for
Panel specific connections.

2) Connect between the laptop and the 1598 via a
CAT-5 LAN cable Ethernet RJ-45 COM port.

Walk-Thru: Formatting/Upgrading the Web-server (Program Flash Image
Method)

\ Note: If this method fails, use the method described in section 3.3.2. |

1) Launchthe @CHIPTOOL software. Right click on the selected Web-server and
choose Program flash image from the context menu.
Note that the target type should be SC143.

%  @CHIPTOOL !.E

Fie Flash CHIP Tooks Info

Scan for IPC@CHIPs at the network

[BaA7 |SC143

2) Specify the location of the file named format_sc1x3.hex (if formatting) where
it was downloaded to. Do not change any other settings. (Repeat this
procedure and use SC1x3V0170_FULL.hex to upgrade).
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Then click on the START button under the section “Use UDP/IP”.

% Program flash image E
Load filer
|C. “Diocuments and Settingsh TESTING D esktopiformal_sc1x3hex j =

Use R5-232 interface

Conrect  [COMT =] toresp port on the IPCECHIP. and press o Start

[~ 19200 Baud
Use LUDPAP
Serial number ar MACHD O0305EA1BAAT
o Start ’
ar
IF address of IPCE@CHIP 101.1.3 [~ MonlLocal
Log

Note:

In the area “Use UDP/IP”, the last 5 characters in “Serial number or MAC-ID” must
match the one the Web-server’s plastic enclosure as in Step 20). The “IP address of
IPC@CHIP” may not match in the case of a corrupt Web-server. In this case, it is
better to use the procedure in Section 3.3.2 & 3.3.2.1.

3) Once successfully completed, you will see this:

Load file

| E
Use R5-232 interface
Connect ’—_| to resp. port on the IPCECHIP. and press
~
Use UDP/IP
Serial number ar ACHD T
o [
|P address of IPCRCHIP ’7 r

Log

= 4 Transfer completed
1 g

3]

Download

Transfer completed

If you notice in the log reading, “Reconfiguration device failed”, it is alright to
ignore it. In any case after downloading, you should see the “Transfer
completed” dialog box. Click OK to complete.

4) Now Web-server is ready for reconfiguration. Note that by default the name is
SC143. Follow steps 11)-15) under Section 3.2 page 11 to reconfigure with a

new IP address.
»  @CHIPTOOL “ﬂ

Fie Flash CHIP Tools Info

Scan for IPC@CHIPs at the network

[25525500  |1011.2 SC143 [00305641B4A7 |20 V1.2 [ETH
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3.3.2 Connections for formatting/upgrading via PLC COM. RS232C
port

1) Referto the connection diagrams on page 60 for panel 7 e
specific connection. -.

2) Connect between the laptop and the 1598 using the
serial cable provided with the special 3 pin connector
at the end plugged into the Web-server’'s port named
“PLC COM (RS232C)".

3) Connections on the special 3 pin connector at the = L
end of the serial cable. Colour coding on the serial
cable may differ. There will be a tag on the serial S5 e
cable showing the connections to GND (Red or ™*°®@ =
Brown), TXD (Orange or Black), RXD (Yellow or I:
White). The single digit represents the pin-out on =
the 9-pin D-range connector.

(3= Ko}

Tl Ty

3.3.2.1 Walk-Thru: Formatting the Web-server (Serial Gang Program Flash Image
Method)

Note: If the CHIPTOOL is unable to detect the IP address from the Web-server or
unable to Program Flash Image, format the Webserver described in this section. Then
repeat the procedures described in Section 3.3.1.1 to Program Flash Image.

1) Launch the @CHIPTOOL.

2) From the menu choose Flash>Serial Gang Program. Select the correct COM port
and the file to flash.

Use format_sc1x3.hex to format and SC1x3V0170_FULL.hex to upgrade.

3) Click on the Start button. In the message box next to COM1 it should begin with the
message “Contacting” and it should complete with “Transfer completed”. (It should
take no more than 30 seconds — if more, it has probably crashed. In this case, shut
down all programs®®, power down the Web-server and start again.)

Load File tain Control

1 [ I P 90 |

RS232 ports:
v coM1  [NNNNNNNNNNNENNNNNNNNNEEN 100%

Transfer completed ~

[~ COM3 0% ’

\i) Transfer completed

Transfers done Transfer time: 3 secs

5 @CHIPTOOL simply minimises and runs in Windows if the [!3] button was used and will continue to run in the background.

Either use File>Exit @CHIPTOOL from the menu or right-click on the @CHIPTOOL icon on the Windows taskbar notifications
area and choose Exit @CHIPTOOL to completely shutdown the program.
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4 Functions

The following chapters describes all EBLWeb functions.
The start page in the browser might look as follows (before login):

Panasonic

EBLWeb 2.1.0

Usemame:
Password

Close LoGH

vasonic Eco Solutions Nordic AB 2014

NOTE! The look might vary depending on screen resolution, settings, etc.

There is no support for anonymous login. For any user to login, they should have at least
the lowest priority level even if the Web-server is to be used for status information only.

For remote operations and access to corresponding information, a username and a
password are always required for at least user level 2 (Building Officer).

Any access to the Web-server has to be configured via EBLWin 2.1.x, and it uses the
same usernames and passwords as configured for the EBL-system?®,

User level 1 (Information Only)
User level 2 (Building Officer)

User level 3 (Service Personnel)

4.1 User Login

Username: Type the User name for the User level respectively.
Password: Type the Password for the User level respectively.

Both Username and Password are case sensitive.

Username:
Password:

LOGIH

Click the button to open with the Status — Summary page.

18 |n EBLWiIn 2.1.1, from the menu: System> User data...
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4.2

4.3

- EBLWeb2.1.0
o ] % |
NNV = s B
Status
Fire alarm 0 =
Pre-warning/Co-incidence/QuietDelayed alarm 0 =
Fault 4 =
Disablement 0 =
Technical warning 0 =
Interlocking 0 =
Door open 2 =
Zones in test mode 0 =
Senvice signal 0 |I=
Output activation 0 =
WEB function disablement 0 =
Communication error 1 =
© Panasonic Eco Solutions Nordic AB 2014
-
Panasonic

Depending on User’s access level, some features, buttons may be greyed out, access to
remote operations disabled and some information hidden.

The information is continuously updated approximately every 10 seconds.

In case of inconsistencies between EBLWeb and FT1020G3, perform a synchronisation on
the Panel via menu H8/S7 or EBLWin V2.1.x. After restarting the Web-server,
synchronization is done automatically.

User Logout

To logout the current session in EBLWeb, click the logout button ‘E‘ in the upper-right
corner.

Silence PC buzzer (sound off)

When a fire alarm is activated, the buzzer/speaker in the PC is used for sound alert.

Click the Silence PC buzzer button ‘ﬁ
new fire alarm is activated).

to silence the buzzer/speaker in the PC (until a
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4.4 Status

After login or in any other view click home/status buttonﬁ to see the status summary
view.

L IENIVNIEEIEN © |

Status

Fire alarm

™

-

B

Pre-warning/Co-incidence/QuistDelayed alarm
Fault

Disablement

Technical warning

Interlocking

Door open

Zones in test mode

Service signal

o lo|lo| = oo |0 =

Output activation

WEB function disablement 1

Communication error 0

® Panasonic Eco Solutions Nordic AB 2013

Panasonic

EBLWeb will present the current status of the FT-system, i.e. showing current alarms,
faults, disablement and other deviations corresponding to the Firetracker CU. The status
will be shown on different web-pages and also indicated by the top row of icons. The icons
will either blink or be constantly lit.

| Note: The colour in the icon is not visible until the respective event is activated.

The summary consists of two areas.

The Firetracker CU Status Area

Fire alarm

Pre-warning/Co-incidence/Quiet/Delayed
alarm

Fault

Disablement

Technical warning

Bekr> GE

Interlocking

Door open N/A
Zones in test mode N/A
Service signal N/A
Output activation N/A
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4.4.1

4.4.2

The Web Status Area

WEB function disablement

Communication error

Y

Each of the different summary items in the list will be described in the following pages.

The list page for each status can be opened through the List button:=. Every list can show
a certain amount of items per page, and to see the total amount of pages that the list
consists of, and to navigate amongst the pages, there are page handling buttons.

| - || b= |(11"2]I

Fire Alarm

In case of a fire alarm, click on the fire alarm icon ﬁ or List button = to view the fire
alarm list.

The Time (date and time), Zone, Address and Text (alarm text) are displayed.
Type = Smoke, Heat, Multi, MCP, Extinguishing system or other.

State = Heavy smoke/heat, Test, Isolated and Alert Annunciation alarm acknowledged /
not acknowledged.

Link1 = A hyperlink to open a web-camera, document, a drawing etc. for more information
regarding the alarm point.

Link2 = A hyperlink to open a web-camera, document, a drawing etc. for more information
regarding the alarm point.

Click Reset button in the reset column for a pop-up dialog for reset of alarm. (Requires
login on User level 2 or 3.)

The pop-up dialog for alarm reset have options to either reset the current alarm or reset
all alarms in the fire alarm list.

Pre-warning/Co-incidence/Quiet/Delayed Alarm

In case of pre-warning, co-incidence alarm, quiet alarm, or delayed alarm, click on the pre-
warning/ Co-incidence/Quiet/Delayed alarm icon or List button i= to view the
corresponding alarm list. This list is separated into tab pages for respective pre-warning
and alarm type.

W| Co-incidence alarm [0] || Quiet alarm [0] H Delayed alarm [0] |

Time Zone Address Type Text Link1 Link2

The list is similar to the fire alarm list. See Fire Alarm section 4.4.1.
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4.4.3

4.4.4

4441

4442

4443

Fault

In case of faults, click on the fault icon @ or List button := to view the fault list.

The Time (date & time), Tech.No, Zone/Address (when applicable), Fault description
(fault message) are displayed. State (Serviced / Acknowledged / "Blank” = Neither
Serviced nor Acknowledged).

Text = More info, such as alarm text if the fault is related to a detector etc. Place the pointer
above the information icon.

Link1 and Link2 = A hyperlink to open a web-camera, document, a drawing etc. for more
information regarding the alarm point.

Click Acknowledge button in the acknowledge column for a pop-up dialog for
acknowledgement of fault. (Requires login on User level 2 or 3.)

The pop-up dialog for acknowledgement of fault gives two choices for fault
acknowledgement, either acknowledge the current fault or acknowledge all faults in the
fault list.

Disablement

In case of disablement, click on the disablement icon £ Jor List button = to view the
corresponding disablement list. This list is separated into tab pages for respective
disablement type.

| Output [0] | | OQutput type [0] | ‘ interlocking [0] | ‘ COM-oop/input [0] ‘ | Other [0] ‘

Time Zone Address |Re.Time Reason Link1 Link2 Re-enable

Click Re-enable button in the re-enable column for a pop-up dialog for re-enabling the
disablement. (Requires login on User level 2 or 3.)

Zone or Zone-Address Disablement
The Time (date & time), Zone, Address, Re-enable time and Reason (e.g. via the
menu) is displayed.

Linkl and Link2 = A hyperlink to open a web-camera, document, a drawing etc. for more
information regarding the alarm point.

Output Disablement
The Time (date & time), Control unit, Expansion Board, Loop, and Address is
displayed.

Output type = The type of output, such as, Control, Ventilation, Extinguisher, Alarm
devices, ATR, Neutral, or FTR.

Output = The output number.
Reason = e.g. via the menu.

Output type Disablement

The Time (date & time), and Control unit, is displayed.

Output type = The type of output, such as, Control, Ventilation, Extinguisher, Alarm
devices, ATR, Neutral, or FTR.

Reason = e.g. via the menu.
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4444

4445

4446

4.4.5

4.4.6

4.4.7

4.4.8

Interlocking (output) Disablement

The Time (date & time), Area, Point and Text (interlocking text) are displayed.

COM-loop/Input Disablement

The Time (date & time), Control unit, Expansion Board, Technical No., and Loop
(Input) is displayed.

Other (Alert annunciation) Disablement
The Time (date & time) and Text (disablement text) are displayed.
This list is only showing Alert annunciation disablement.

Technical Warning

In case of technical warning, click on the technical warning icon "B or List button = to
view the technical warning list.

The Time (date & time) and Text (technical warning text) are displayed.

Interlocking

In case of interlocking input/output activations, click on the interlocking icon or List
button := to view the interlocking list.

The Time (date and time), Area, Point and Text (interlocking text) are displayed.
Input = Input is activated.

In.Act.Time = The input activation time.

Output = Output is activated.

Out.Act.Time = The Output activation time.

Click Reset button in the reset column for a pop-up dialog for reset of activated interlocking
output. (Requires login on User level 2 or 3.)

Door Open

In case of open doors, click the List button := to view the door list.
The Time (date & time) and Control unit are displayed.

FBP = The number of the Fire Brigade Panel, in case of door opened at FBP.

Zones in Test Mode

In case of zones in test mode, click the List button := to view the list of zones in test mode.
The Time (date & time) and Zone are displayed.

Click De-activate button in the de-activate column for a pop-up dialog for de-activation of
the zone in test. (Requires login on User level 2 or 3.)
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4.4.9

4.4.10

4411

4.4.12

Service Signal
In case of detectors having activated service signal, click the List button i= to view the
service signal list.

The Time (date and time), Zone, Address, Technical No and Text (alarm text) are
displayed.

Link1 and Link2 = A hyperlink to open a web-camera, document, a drawing etc. for more
information regarding the alarm point.

Click Acknowledge button in the acknowledge column for a pop-up dialog for
acknowledgement of service signal. (Requires login on User level 3.)

Output Activation

In case of forced output activations, click the List button = to view the output activation
list.

The Time (date & time), Control unit, Expansion Board, Loop, and Address is displayed.
Output = The output number.

Click De-activate button in the de-activate column for a pop-up dialog for de-activation of
the force activated output. (Requires login on User level 2 or 3.)

WEB Function Disablement (WEB Status)

In case of any WEB-function disablement, click the WEB function icon or the List button
i= to view the WEB function disablement list.

This view shows the current status of disablement of WEB functions, such as emails, PC-
buzzer, and Gateway. It also shows the time-stamp for previous login and current EBLWeb
software version.

Communication Error

In case of any communication error, click on the communication error icon or the List
button = to view the communication error list.

This view shows the current communication state for several kinds of communication errors
as listed. If in error state, the state will be ‘blinking’ Error, otherwise a steady Normal will
be shown.

Communication between Could be disconnection error
CU and WEB-server. in serial cable.

Communication between Normally no TCP/IP
WEB - Browser T connection with WEB-server
from browser.

EBL - WEB

Communication between Normally no access to SMTP
E-mail SMTP - WEB SMTP-server and WEB- server. No e-mail can be
server sent.
Communication between
WEB - Gateway WEB-server and current Normally no replles/AFZK
configured Gateway from the gateway device.
function.
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4.5

45.1

45.2

45.3

454

455

4.5.6

4.6

Event Log

Click event log button E to show the Event log view.

The event log of EBLWeb consists of five types of logs, where three of them are the same
as in the control unit, namely, Alarm log, Interlocking log and General event log. All logs in
EBLWeb are circular logs. The events in a Firetracker system are stored in both the
FT1020G3/ FT128 CIE and in the Web-server.t’

The Time (date & time), and Event (event text) is displayed.
Description = Additional information of the event when applicable.
User = The user that performed that specific event.

Origin = The source where the event originated from.

m| Alarm log H Interlocking log || General log H WEB log H Testmode alarm

The all log is a special log in EBLWeb that collect all events in the same log with a capacity
of 9999 log events.

Alarm Log

This log contains all alarm related events. This log shall show the same events as the CU
alarm log with a capacity of 999 log events.

Interlocking Log

This log contains all interlocking related events. This log shall show the same events as the
CU interlocking log with a capacity of 999 log events.

General Log

This log contains all general events. This log shall show the same events as the CU general
log with a capacity of 999 log events.

WEB Log

This log contains all web related events, with a capacity of 999 log events.

Test Mode Alarm

This is a log to keep track of the test mode alarms. The test mode alarms normally reverts
back to normal after 10 seconds. This test mode alarm log is used to record the test mode
alarms in a list. In this, there’s a sub-menu to send this list of test mode alarms to a pre-
defined e-mail recipient and also clear the list from all recorded test mode alarms.

Maintenance (WEB Function)

Tl

Click Maintenance button to show the Maintenance view.

This view contains two tab pages, one for WEB functions and the other for Web links.

171t the Web-server is disconnected, the events during that time will not be saved in the Web-server, i.e. not shown in the event
log. When you restart the Web-server, the event log will be erased.
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4.6.1

46.1.1

46.1.2

4.6.1.3

4.6.1.4

Web Function

The tab page shows WEB function disablement page with operations to Enable or Disable
the WEB function. Each function is Enabled or Disabled by a selection of the
corresponding radio button. Click Apply to perform the action.

All e-mail Function

This disablement is to stop all kinds of e-mail sending from EBLWeb.

WEB function | Web link |

All E-mail function
E-mail
E-mail function Enabled | Disabled
PC buzzer function @ | )
Gateway function

Apply | | Cancel

E-mail Function

This disablement is related to each type of e-mail, i.e. Fire alarm / Pre-warning,
Disablement, Interlocking, Fault, Service, Test mode alarm and Technical warning.

T e |
All E-mail function
E-mail
Information type Enabled | Disabled
PC buzzer function Fire alarmiPre-warning [] @
Disablement ® @
Gateway function Interlocking @ =
Fault @
Service @
Testmade alarm @

Apply | | Cancel

PC Buzzer Function

This disablement is related to the PC-buzzer that which sound for each new fire alarm or
control unit communication fault.

= oiecee — TN

All E-mail function
PC buzzer
E-mail nncfion Enabled | Disabled
PC buzzer function ® | )

Gateway function

PC buzzer test | Apply | | Cancel
There is also a button for test of the PC-buzzer (four long beeps).

Gateway Function

This disablement will stop the Web-server to send messages to the current configured
gateway, such as Tateco, EBLTalk, or SIA.

WEB function ‘ Web link ‘

All E-mail function
Gateway
E-mall funefion Enabled | Disabled
PC buzzer function ®
Gateway function

Apply | | Cancel
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4.6.1.5

4.6.1.6

4.6.2

4.7

4.7.1

4.7.2

FTP Function

This disablement will stop the FTP access to the Web-server.

TELNET Function

This disablement will stop the TELNET access to the Web-server.

Web Link

Web links are URLs used for additional documents or web-cameras for a defined zone-
address/detector. This tab page will show a list of all web links currently configured via
EBLWin.

WEB function
Zone | Address Link1 Link2
000 00 &

Basic Information

Click the basic information button &) to show the basic information view.

This view has a tab page that shows the user information for the curren logged in
user and another tab page for the e-mail address configuration for each e-mail

type.

(Username/Password)

Click the basic information button &;then the select button to change the user
login password. The password change requires a current password in order to set a new
password. Once applying the password change, the new password will be changed for the
Firetracker system as well.

RNV NI N2 ° 3]
Basic information » Username/Password

No. Username Password Access level Select

s (B

Current username : demo Current password :

New password :

Senice personnel Select

New password :
(confirm)

Apply | | Cancel

E-mail Address

The e-mail handling in EBLWeb handles six different types of e-mails. Each e-mail type can
be disabled. See E-mail Function in section 4.6.1.2. The EBLWin configured e-mail
addresses for recipients are shown in this tab page. Each e-mail address shown has a
button to send a test mail to the configured e-mail address.

37 of 62



Operation & Installation Manual
MA440 Rev 1.0

4.8

48.1

4.8.2

4.9

Username/Password E-mail address

Information type Select
Fire alarm/Pre-warming To | cc | Bee E_mail address Test
Disanlement mail
Interlocking Send
Fault
=
Testmode alarm Send

Send

Send

Close

Control Unit

il
Click the control unit button to access the control unit list view.

This page shows all control units in the Firetracker system. Each control unit row has a
colour sign for synchronisation status.

m BLACK Not connected.

= RED Synchronisation has not started.

YELLOW Synchronisation is in progress.

= GREEN Synchronisation is finished.

Control units to be monitored and included for synchronisation are determined by the SSD
from EBLWin. Those control units that are included according to SSD, will have buttons for
Control unit statistics (Sys.info.) and Loop statistics.

Control Unit Statistics (System Information)

This page shows the system information of the selected CU and consists of momentary
statistics data requested from the connected CU.

The current consumption for power supply, current consumption for charger, battery
temperature, low capacity voltage difference, site name (also time of SSD download) and
software version for the CU is displayed.

Loop Statistics

This page shows the COM loop statistics for communication in selected CU.

Item Loop 0 results Loop 1 resulis Loop 2 results Loop 3 results
Mumber of pollings 8697396 0 o 0
Mo answer 8697390 99.2% 0 00.0% 1) 00.0% 0 00.0%
Parity fault ) 00.0% 0 00.0% ) 00.0% 0 00.0%
Number of bits fault 6 00.0% 0 00.0% 0 00.0% 0 00.0%
Bit length fault 0 00.0% 0 00.0% 0 00.0% 0 00.0%

Detector Diagnostics

Click the detector diagnostics button ﬁ to access the detector diagnostic page.

This page shows two kinds of lists to display detector information.
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49.1

4.9.2

Detector List

This page requests the sensor values from the control unit. When selecting Detector list,
it will first give an input window. Specify from which technical number the sensor list should

start requesting sensor values from the control units. Example detector lists:

Detector diagnostics » Detector list

Type | Zone | Address |Tech.No. Momentary|Weekly Perf.factor| Min Max Link1

SMOKE| 004 08 000013 0.1 %/m [0.1%/m| 0.00%/m (0.1 %/m|0.1 %/m
HEAT 006 10 000118 23 °C 21°C | 26°C
Service List

Link2

This page will list all detectors that have activated service signal. See Service Signal in

section 4.4.9
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5

Remote Operations

5.1

Note: Although the Web-server Il is capable of controlling the panel remotely, this is
prohibited in some state regulations. Please check with your state regulations if this is
permissible.

u—'H.l"

=
To access remote operation in EBLWeb, click the remote operation button Q

It will expand the submenu for different remote operations, which consists of four main

types:
e Disablement
e Activation
o Test
¢ Maintenance

The remote operations are user dependent, which means some menus or operations will
be hidden from users with insufficient user level.

Most of the remote operations provide feedback functions to check if the operation was

executed successfully, partially successful, or not executed. However, some operations
don’t give any feedback, i.e. “one-shot operations”.

Operation succeeded °

Operation partly succeeded @

Operation failed o

Disablement Operations

Click the disablement operations button to access a list of different disablement
operations.

Type
Zone Select

Zone-Address Select
Qutput Select
Qutput type Select
Alarm devices Select
Routing equipment Select

Alert annunciation Select

COM-loop f Zone line input Select

A click on the select button on each item will give the user a sub menu with choices of
specific type for the corresponding disablement or a pop-up window with operations to
Disable or Re-enable the disablement.

The back-button E returns to the previous menu by one level.
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511 Zone

A specified Zone can be disabled / re-enabled and an automatic re-enable time can be set.

Disablement » Zone

Zone:|gpq

Auto re-enable timez|gg |00 | [

° | Disable | | Re-enable | | Close

51.2 Zone-Address

A specified alarm point (Zone-Address) can be disabled / re-enabled and an automatic re-
enable time can be set.

5.1.3 Output

A sub menu for several types of outputs:

Type
Loop unit output | Select |
Yaoltage output (S) | Select |
Felay output (R) | Select |
Expansion board output | Select |
Interlocking output | Select |

5131 Loop Unit Output

A specified loop unit (tech.no.), output (0-2) can be disabled / re-enabled.

\ Note: In system FT128 the tech.no. is “000” plus the COM loop address, e.g. 000123.
5.1.3.2 Voltage Output (S)

A specified voltage output (0-3) in a specified control unit (00-29) can be disabled / re-
enabled.

5.1.3.3 Relay Output (R)
A specified relay output (0-1) in a specified control unit (00-29) can be disabled / re-enabled.

5.1.34 Expansion Board Output

A specified output (0-7) on a specified 4581/4583 expansion board (0-5), in a specified
control unit (00-29), can be disabled / re-enabled.

\ Note: 4583 has three outputs (0-2). |

5.1.3.5 Interlocking Output

An interlocking can be disabled / re-enabled via a specified interlocking combination Area-
Point.
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5.1.4

5141

5142

5.1.4.3

5144

5.1.5

5.1.6

5.16.1

5.1.6.2

5.1.7

5.1.8

5181

5182

5.1.8.3

Output type

A sub menu for several types of outputs. All outputs of the type respectively will be
collectively disabled / re-enabled.

Control Output

All outputs of type "control", can be collectively disabled / re-enabled (all at the same time)
in all control units or in a specified Control Unit (00-29).

Ventilation Output

All outputs of type "ventilation”, can be collectively disabled / re-enabled (all at the same
time) in all control units or in a specified Control Unit (00-29).

Extinguishing Output

All outputs of type "extinguishing”, can be collectively disabled / re-enabled (all at the same
time) in all control units or in a specified Control Unit (00-29).

Interlocking Output

All outputs of type "interlocking”, can be collectively disabled / re-enabled (all at the same
time) in all control units or in a specified Control Unit (00-29).

Alarm Devices

All outputs of type "alarm devices", can be collectively disabled / re-enabled (all at the same
time) in all control units.

Routing Equipment

A submenu with Fire routing equipment and Fault routing equipment.

Fire Routing Equipment

The FIRE output for routing equipment (Fire Brigade TX) can be disabled / re-enabled.
Fault Routing Equipment

The FAULT output for routing equipment (Fault TX) can be disabled / re-enabled.
Alert annunciation

The Alert Annunciation function can be disabled / re-enabled.

\ Note: This operation has higher priority than any time channel controlling this function.

COM-Loop / Zone Line Input
A sub menu with the three types that can be disabled.
COM-Loop

A specified COM Loop (0-3) in a specified Control Unit (00-29) can be disabled / re-
enabled.

Zone Line Input

A specified zone line input (0-7) on a specified 8 zones expansion Board (0-5), in a specified
Control Unit (00-29), can be disabled / re-enabled.

Zone Interface

The zone line input (0) on a specified COM loop unit (3361) / technical number (Tech. No.),
can be disabled / re-enabled.

Note: In system FT128 the tech.no. is “000” plus the COM loop address, e.g. 000123. |
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5.2

5.2.1

5211

5.2.1.2

5.2.1.3

5214

5.2.1.5

5.3

Activation Operations

Click the activation operations button to @ access a list of different activation
operations.

Type

Zone-Address | Select |

Cutput | Select |

A click on the select button on each item will give the user a sub menu with the different
output types or a pop-up window with buttons to Activate or De-activate.

The back-button =1 returns to the previous menu by one level.

Output

A sub menu for several types of outputs.

Loop Unit Output

A specified loop unit (Tech. No.), Output (0-2) can be activated / de-activated.

] Note: In system FT128 the tech.no. is “000” plus the COM loop address, e.g. 000123.

Voltage Output (S)

A specified voltage Output (0-3) in a specified Control Unit (00-29) can be activated / de-
activated.

Relay Output (R)

A specified relay Output (0-1) in a specified Control Unit (00-29) can be activated / de-
activated.

Expansion Board Output

A specified output (0-7) on a specified 4581/4583 expansion board (0-5), in a specified
Control Unit (00-29), can be activated / de-activated.

| Note: 4583 has three outputs (0-2).

Interlocking Output

An interlocking output can be activated / de-activated via a specified interlocking
combination Area-Point.

Test Operations

g

&
+
Click the test operations button W to access a list of different test operations.

Type

Zone test | Select |

Alarm devices | Select |

A click on the select button on each item will open a pop-up window with operations to
Activate or De-activate the Zone test or Alarm devices test.
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5.3.1

5.3.2

5.4

54.1

5.4.2

5.4.3

5.4.4

5.4.5

Zone Test

A specified zone (0-999) can be set in test mode, i.e. test mode activated / de-activated.
Zones in test mode can also be de-activated from the Zones in test mode list. See 4.4.8
page 33.

Alarm Devices

All outputs of type "alarm device" can be collectively activated / de-activated for test. All at
the same time in all control units or in a specified Control Unit (00-29).

Maintenance Operations

o
Click the maintenance operations button \H to access a list of different maintenance
operations.

Type
Set calendar and time | Select |
Synchranize | Select |
Zilence alarm devices | Select |
Evacuate | Select |
Sensitive fault detection mode | Select |
Calibrate outputs | Select |
Close fire doors | Select |
Fire drill mode | select |

A click on the select button on each item will open a pop-up window with corresponding
maintenance operation.

Set Calendar and Time

The date and time for the Web-server and the Firetracker system can be set in the pop-up
dialog box. Click apply to set the date and time currently shown in the dialog box or click
cancel for no change.

Synchronise

This operation starts a synchronisation of the Firetracker system, which includes FT1020G3
/ Ft128 CU, EBLWin, and EBLWeb. The synchronisation status of each Control unit is
shown in the Control unit list. See section 4.8 page 38.

Silence Alarm Devices

This operation works like the Silence Alarm Devices button on the Control Unit front.

\ Note: Cannot be activated if there is no fire alarm in the system.

Evacuate
This operation activates / de-activates the evacuate function.
Sensitive Fault Detection Mode

This operation activate / de-activate the Firetracker system for sensitive fault detection
mode.
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5.4.6

5.4.7

5.4.8

Calibrate Outputs
This operation starts a calibration of all supervised outputs in the Firetracker system.
Close Fire Doors

This operation will collectively close all fire doors, i.e. programmable outputs with a control
expression containing one or more trigger conditions Fire Door Closing (zone — address),
in all control units or in a specified Control Unit (00-29).

Fire Drill Mode

Fire drill mode activated will disable all outputs except outputs of type Control neutral and
type Alarm devices.

Test » Fire drill mode

Activate De-activate | Close |

An alarm point activating fire alarm will now activate all alarm devices, in order to evacuate
the building (a fire drill).

Important: The system will remain disabled until de-activated. Remember to de-
activate after the fire drill. Choose “De-activate” to enable the system back to normal
conditions.
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6 Configuration of EBLWeb

The EBLWeb is configured via the PC tool EBLWin 2.1.0 or later. The EBLWeb software,
the configuration data and the site specific data (SSD) will be downloaded to the Web-
server via TCP/IP*. See EBLWin, menu Tools.

All the EBLWeb related menu options and dialog boxes in EBLWin are described in the
following chapters.

6.1 Web-server

To configure a Web-server for the Firetracker system, a Web-server must be added to a
Control Unit (Control unit pop-up menu, Add Web-server). Up to 5 Web-servers may be
added to the Firetracker system, with a limit of 1 Web-server per Control Unit.

Once added, a properties dialog box for the Web-server will be opened. More about each
setting is described below. The properties dialog box can always be accessed by right-
clicking on the Web-server in the EBLWin tree view, and select properties.

6.1.1 General Information

Since there is a limitation of the maximum numbers of Web-servers for a Firetracker
system, each Web-server must have a unique technical address (0-4). A default Web-
server Name is shown. The Web-server name is shown in the tree view of EBLWin.

6.1.2 Unit Information

To be able to download a specific configuration to a specific Web-server, the Hardware ID
(normally five characters) is required to identify the web server unit. This ID is printed on
the side of the Web-server plastic enclosure e.g. ID:1BADB.

6.1.3 Unit Settings
6.1.3.1 IP Address Settings

Use DHCP: Select this option when a dynamic IP number is to be used (instead of a static,
see below).

Device name: Itis always recommended to have a Device name, not only when a dynamic
IP number is used.

If a static IP number is to be used, the following data have to be specified:
e |IP address (for Web-server)'®
e Netmask?
¢ Gateway?°

6.1.3.2 DNS Settings

Use DNS: Select this option when Domain Name Server is to be used. DNS is used to
translate name address into IP address.

Primary DNS: The IP address to the primary DNS?°.

18 The Web-server 1598 and the PC both have to be connected to the Local Area Network (LAN). As an alternative a "Crossed
network cable" or a Hub can be used.

19 The IP address is set to 192.168.1.169 on delivery. If the Local Area Network (LAN) administrator demands another IP
address to be used, it can be changed via the PC tool CHIPTOOL provided free of charge by BECK IPC website:
http://www.beck-ipc.com

20 provided by LAN administrator.
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6.1.3.3

6.1.3.4

6.1.3.5

6.1.4

Secondary DNS: The IP address to the secondary DNS2°,
NTP Settings

Normally the Control Unit no. 00 in an FT1020G3 system will send out the date & time at
midnight every day, to synchronise the clock in all Control Units in the system as well as
the clock in Web-server Il.

For continuous correct time and synchronisation of all the clocks an NTP?! server can be
used. In this case, synchronisation will be done one hour after midnight every day.

NTP server: The NTP server's IP address. If DNS is selected (see above) the server name
is used instead.

Event Log

All the events in the Firetracker system will also be stored in the Web-server internal RAM.
In the case of a power loss (or unexpected reboot), the event log will be lost.

Daily log save: The event log will be automatically saved to flash memory once every day
(one hour after midnight).

FTP/Telnet Access

When the Web-server shall be configured (programmed) via the PC tool, this will be done
via FTP/Telnet via a LAN network (or crossed Ethernet cable or a hub). For safety reasons,
Username and Password are used for FTP/Telnet. The default username/password are
ftp/ftp, but this can be changed.

New username: Type the new username.

New password: Type the new password. (Only dots will be dis-played.)

Confirm password: Re-type the new password once more. (Only dots will be displayed.)

Note: The new Username and Password will not be valid until after download and
restart of the Web-server.

Browser Settings

Settings in this tab page are related to how the web browser access and displays the web
pages.

2L NTP (Network Time Server) is a protocol designed to synchronise the clocks of computers over a network.
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Vacuation » warning

EBLWeb Project Alpha EBLWEB2.0.0

EBLWeb 210 jeeap Demo Coniguration

Exhibition Unit

&S |
sl [allel[B]o B
Status
Fire alarm 0 =
Pre-warning/Co-incidence/QuietDelayed alarm 0 =
Fault 0 =
Disablement 2 =
Technical warning 0 =
Interlacking 0 =
Door open 0 =
Zones in test mode 0 =
Senvice signal 0 =
Output activation 0 =
WEB function disablement 1 =
Communication error 0 =
® Panasonic Eco Solutions Nordic AB 2014
Panasonic

6.1.4.1 Project Name / Custom Text

Project name and custom text are shown in the upper-right corner of the web pages.

Project name: a row of text that can be used to identify which Firetracker system this web
server belongs to.

Custom text: Three rows of text for some additional information that can be shown, e.g.
contact information.

6.1.4.2 Custom Logo

The custom logo will be shown in the lower-right corner of the web pages.

Browse: Opens a dialog to select an appropriate image (jpg, gif, bmp) used for logo.
Recommended format size of image is 210x56 pixels.

If no custom logo is selected, the Panasonic logo will be used.

6.1.4.3 Web Link

If an alarm point is presented, it is possible to click the hyperlink for e.g. a document or a
camera to get more information about the alarm point. Up to 500 links can be used.
Web links settings.

Lewvel 1 (Web links for alam points by default)

Zone Address Link 1 Link2
3 00D 00 http:/ /www panasonic.se
Lewvel 2 (Web links for alam points by zone)

Zone Address Link1 Link2
*

Level 3 (Web links for alam points by zone-address)
Zone Address Link1 Link2

*

Mumber of web links: 1/500

48 of 62



Operation & Installation Manual
MA440 Rev 1.0

6.1.4.4

6.1.4.5

6.1.45.1

The web links are based on three levels:

e Level 1is used to configure two links for all alarm points in the system. The links
configured here will fully cover zone-addresses from 001-01 to 999-99.

e Level 2is used to configure two links for specific zones in the system. One zone
per row. The links configured here will cover a full zone from 2ZZ-01 to ZZZ-99,
where ZZZ can be any zone from 001-999.

e Level 3is used to configure two links for specific alarm points in the system. One
alarm point per row. The links configured here will cover one zone-address, 001-
01 to 999-99 can be used.

Browser Access

The web pages are by default configured to be accessed without encryption with http, but
if more safety for access is needed, https access with encrypted communication via SSL
can be used. (See below.)

Browser URL: Type the web-address (URL) for accessing this Web-server. This will be
used as Web-server URL in e-mails, if used.

e http://x

e https://x

e http/https://x

x = |P-address or the Device name.
SSL Certificate

If https is going to be used for webpage access, the SSL certificates needs to be defined.

There are two ways to define SSL certificates in the configuration. Either self-issued
certificate or vendor-issued certificate can be used.

Self-Issued

It is possible to create certificates in the configuration tool in EBLWin, but the certificate
created using Open SSL is not verified by any trusted certificate authority, thus a warning
might be shown in the web browser.

Country code * SE
State or Province Skane
City (Locality) Malma

Compary {Organization) Fanasonic Eco Solutions Mordic

Section (Organization unit)  Fire and Securty

Comman name ~ PESH|

Server name (Domain) * 10.254.65.236

* Require alpha numeric characters.

Create I I Cancel
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6.1.4.5.2

6.1.5

6.1.5.1

6.1.5.2

6.1.5.3

6.1.5.4

6.1.5.5

Click the Create button to open dialog to create certificate.

Once created the create button will change to completed to show that the certificate has
already been created.

The Retrieve button is used to retrieve and save the current certificate (CACERT.crt) in
some other place in the computer (PC).

Vendor Issued

If the certificates are vendor-issued, it can be configured to the EBLWeb with this option.
CA certificate: Type the path and file name (e.g. intermed.pem) or use the Browse button.
Private key: Type the path and file name (e.g. privkey.pem) or use the Browse button.

Server certificate: Type the path and file name (e.g. cert.pem) or use the Browse button.

Gateway / EBLNet Settings
The EBLWeb is not only a Web-server but can also be a gateway to another system.
One of the following gateway types can be selected:

¢ None: No gateway function will be used.

e Tateco: Used when fire alarm information is to be transmitted to and presented in
an Ascom Tateco paging system.

e EBLTalk: Used when fire alarm information is required to be transmitted to and
presented in a separate PC system, via RS232 or via TCP/IP. EBL Talk is an open
protocol. For more information see "EBL Talk Protocol" Technical Description
(MEWO00532).

e S|A: Used when fire alarm information is to be transmitted to and presented in a
separate PC system, via the SIA protocol.

e MODBUS: Used when fire information is to be transmitted via MODBUS protocol.
Only occurrence of fire alarm per zone is registered.

COM Port Settings

COM port settings are used for the serial communication (RS232) set-up used with EBLTalk
or Tateco protocols.

Normally defaults settings are used for EBLTalk or Tateco, but it's possible to change to
suitable settings depending on corresponding client communication settings.
Click Reset defaults button to restore the defaults settings for COM port.

EBLTalk Settings
EBLTalk can be used via COM-port (RS232) or via Ethernet TCP/IP port.
SIA Settings

Client IP (MAS) address and Sender ID are required. (Provided via the Local Area Network
(LAN) administrator and/or SIA administrator.)

Tateco Settings

Tateco uses a COM-port and need a Tateco file to be defined. A tateco file has to either be
created (Create) or an existing file has been selected (Browse).

MODBus Settings

MODBUS uses a COM-port and only 8 bits data with 1 stop bit is supported. A slave ID
needs to be defined which is used by a Modbus software to retrieve data.
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6.1.5.6

6.1.6

EBLnet Settings

EBLnet is used to connect the Firetracker system to a Security Management system.
EBLnet licence 5097 is a kit containing:

e EBLnet licence number (key) document
e EBLnet licence number label
e User instructions

EBLnet active: Has to be selected to activate the EBLnet function. This has to be done
before the Web-server can be connected to the Security Management system. See Walk-
Thru Guide Section 3.2 step 21).

Note: The EBLnet key is a 40 character key purchased from Brooks. The Web-server
ID must be provided in order to receive the key (licence).

Port number: A port must be set. Provided via the Local Area Network (LAN) administrator.
See Walk-Thru Guide in section 3.2 step 21).

] NOTE! Port 80 is used by the Web-server and cannot be used elsewhere.

Notification Settings

The Web-server can be configured to send e-mails if certain types of events occur. Six
different types of e-mails, based on the type of events, can be sent.

== Webserver [
General Information Unit infermation
Technical address 0 MName Webserverunit 0 Hardware 1D 1DH4Y

Unit settings | Browser settings | Gateway/EBLnet settings | Motffication settings |

SMTP server SMTP authentication
IP address 20 . 226 . 40 . 0 [C] Use SMTP authertication
Port number 25

Use sender address

Sender address | eblweb@panasonic.com

E-mail

E-mail settings

Lok | [ Conesl | [ oo ]

Tip: If you only have the SMTP address in pain text format, go to windows command
prompt and ping it, example: ping panasonic.com. This will convert your plain text
format into dotted decimal format.
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6.1.6.1

6.1.6.2

6.1.6.3

SMTP Server

IP address / Server name: Type in the IP address for a SMTP server or type in the SMTP
server name if DNS is used.

Port number: Type in the port number for SMTP server, the default port is 25.

Sender address: The address that will be shown as sender in e-mails sent from the
Web-server.

e Unchecked checkbox: default sender address “EBLWebMail” will be used.
e Checked checkbox: Write the required sender address.

Note: The default sender address might not work for some SMTP servers that require
a valid sender address.

SMTP Authentication

Used if SMTP server requires authentication before sending e-mail.
Username: Username for the SMTP server.

Password: Password for SMTP server.

] Note: EBLWeb only supports authentication using PLAIN, LOGIN or CRAM_MD5. |

E-mail

Click on the E-mail settings button to open a dialog for configuration of each e-mail type.
Up to five e-mail addresses can be configured for each type of e-mail and each e-mail
address can be send as To, CC, or BCC address.

i [To [~[tsang@tsstlocal
Fire: alarm/Pre-waming [CI: ~Ttsang 1 @testlocd
[BCC ~ |tsang3Etest local
o |+
[Te [~
Disablement E: : tsang@test local
B
e |+
| T
I [To |~ |tsang@tsstlocal
Interocking [Tn =
="
[To [+
l e |+
l Fault E° ~ |tsang@testlocal
o -
et
[To -
| [To [+
Service/Contamination [To ™ |tsang@test local
[Te [+
e
[fo [~
[To -
Test mode |To ¥ |tsang@test local
[To -
=
[To -
l [fo [~
Technical waming Eo ~ |tsang@test Jocal
o -
| T
[Te [+
[To -
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6.1.6.3.1

Click on Compose button for respective e-mail type to open a compose dialog box.

Subject: An e-mail "Subject" text should be written, e.g. "Fire alarm”. The "Subject" text
will be shown in the receivers e-mail Inbox list view, together with the name of the e-mail
sender, date and size.

Body: An e-mail "Body" text should be written. Up to 500 characters can be used, including
some parameters (see below).
The parameters in the receiver's e-mail will be replaced with the information they represent.

== Fire alarm/Pre-warning - Compose ‘ b

FIRE ALARM!

L

Subject:

Body: %{Diate time} A
%{Event type}
%{Text message}

Please respond immediately!

| DO NOT REPLY TO THIS AUTOMATED EMAIL

%{Web link URL}
% {Browser UR

Browser

URL

Text
message

Presentation
information

De-activate
state

Evert type

URL

Project
name

" Dete tine Web Ik "

oKk || Cancel

Refer to steps 22) & 24) under Section 3.2 Walk-Thru Guide for set up example.

Fire Alarm / Pre-Warning e-mail

The following parameters can be used together with any other text in the subject and body
text.

{Project name}. The custom name of the project which is configured in the Browser
settings. See

{Date time}: Date and time for occurrence of an event.
{Event type}: Type of alarm, i.e. pre-warning, heavy smoke etc.

{De-activate state}: Show if the alarm goes back to normal state for pre-warning or the
alarm point is reset.

{Presentation information}: The presentation number i.e. Zone-address.

{Text message}: The user definable alarm text shown in the fire alarm system CIE
displays, for the alarm point respectively.

{Web link URL}: The links associated with an alarm-point.
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6.1.6.3.2

6.1.6.3.3

6.1.6.3.4

6.1.6.3.5

{Browser URL}: The URL to access the Web-server.

Disablement e-mail

The following parameters can be used in the subject and body text.

{Project name}: The custom name of the project which is configured in Browser settings.
{Date time}: Date and time for occurrence of an event.

{De-activate state}: Show if the disablement is re-enabled.

{Text message}: The disablement text shown in the fire alarm system CIE displays.
{Web link URL}: The links associated with an alarm-point.

{Browser URL}: The URL to access the Web-server.

Interlocking e-mail

{Project name}: The custom name of the project which is configured in Browser settings.
{Date time}: Date and time for occurrence of an event.

{Event type}: Type of activation, i.e. INPUT, OUTPUT, or INPUT/OUTPUT activation.
{De-activate state}: De-activation of interlocking.

{Presentation information}: The presentation number i.e. Area-Point.

{Text message}: The user definable interlocking text shown in the fire alarm system CIE
displays.

{Browser URL}: The URL to access the Web-server.

Fault e-mail

{Project name}: The custom name of the project which is configured in Browser settings.
{Date time}: Date and time for occurrence of an event.
{De-activate state}: Show if fault is serviced.

{Presentation information}: The presentation number i.e. Technical number or/and
Zone-address.

{Text message}: The fault text shown in the fire alarm system CIE displays, for the fault
respectively.

{Web link URL}: The links associated with an alarm-point.
{Browser URL}: The URL to access the Web-server.

Service / Contamination e-mail

{Project name}: The custom name of the project which is configured in Browser settings.
{Date time}: Date and time for occurrence an event.

{De-activate state}: Show if service signal is acknowledged.
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6.1.6.3.6

6.1.6.3.7

{Presentation information}: The presentation number i.e. Zone-address.
{Web link URL}: The links associated with an alarm-point.
{Browser URL}: The URL to access the Web-server.

Test Mode e-mail

{Project name}: The custom name of the project which is configured in Browser settings.

{Browser URL}: The URL to access the Web-server.

‘ Note: The body text will automatically also show a list of the tested alarm points.

Technical Warning e-mail

{Project name}: The custom name of the project which is configured in Browser settings.
See 6.1.2.1.

{Date time}: Date and time for occurrence of an event.
{De-activate state}: Show if technical warning is serviced.

{Text message}: The technical warning text shown in the fire alarm system CIE displays,
for the technical warning respectively.

{Browser URL}: The URL to access the Web-server.
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Software and Configuration

7.1

7.1.1

The EBLWeb mainly consists of two parts that need to be downloaded into Web-server Il
1598, to be fully functional.

e The software package (EBLWeb210.BIN)
e The Web-server configuration data and the Firetracker system SSD.

EBLWeb Software Package

The software package consists of all necessary files and configurations to make EBLWeb
function as default, without any specific configuration. The specific language of preference
is included in this package.

Download
1. Click Download EBLWeb software from the Tools menu of EBLWin 2.1.x.

== Download EBLWeb software - E=8EE X
10 1 .. 3 . 8 v [ Search ] [Download]
N R R RINEBL Web210 ENGLISH BIN Browse...

All available Web-servers must be configured with an IP address. |If the IP address
does not show up automatically, it might mean that it was not configured correctly. In

this case, try these steps in this order: - Wﬂ I
Download SSD...
. . Import old Websitedata
A) nght CI'Ck on the Web'server and ( Download EBLWeb configuration ]
choose  “Download EBL Web Propertis... Ctrl+Enter
configuration” from the context menu. Viewin browser..
This checks for the existing Web- X Delete..

server configuration if any was set.

B) Return to Download EBLWeb software and click | search | to look for all
available Web-servers in the current network, and select the corresponding IP
address for the software download. If the IP address was not listed, either
repeat or check through the procedures under Quick Start in Section 3 from
steps 11) to 15).

2. Once the IP address is displayed, click LBowe.. | 1o |ocate the software package
(EBLWeb210.BIN) that should be downloaded.

3. Then cIick, an FTP window will open asking for User and Password. By
default, it is:

Username: ftp
Password: ftp

Once the download is completed, a restart is required before the new software takes effect.
This should take no more than 90 seconds. A pop-up dialog will ask if the user wants to
download configuration data before doing a restart. Once restarted the Web-server will
work as default without any specific configuration i.e. any previous IP addresses, Gateway,
and Netmask set will return to default values. Follow steps 11)-15) under Section 3.2 page
11 to reconfigure.
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7.2

7.2.1

1.2.2

EBLWeb Configuration Data

The configuration data consists of the specific settings that are made via the Web-server
properties. When the configuration data is downloaded, it will also include a backup of the
configuration that can be retrieved with via upload.

Download
Click Download EBLWeb configuration from the Tools menu of EBLWin.
The Web-server list in the top only shows all Web-servers that are configured with a valid

hardware ID and connected to the LAN. Select a Web-server for download of configuration
data.

Download EBLWeb configurati... | v X
Select webserver Refresh
Ccuoo 1461F EBLWeb200 1025469236 V151 FULL

Include 55D Data

Project name  EELVWeb Training System Device name  EELWeb200
SW version 200 DHCP NO

D 00 IP address 10.254.65.236
Language English MNetmask 255255.255.0
Gateway type  EBLTak Gateway 10.254.69.1
EBLnet NO

SSL YES

Backup (Upload)

Backup of configuration data can be performed by clicking on Backup EBLWeb
configuration in Tools menu.

The backup dialog is similar to the download dialog. It requires an added Web-server in
tree view with a valid hardware 1D that would be shown in the Web-server list. This is where
the backup configuration be stored once uploaded.

For more than 1 Web-servers in the network, remember to click L-f==_fjrst before clicking
onl=*=_] The Web-server should be listed and selected before clicking on[tee ],

Deviations }/Selected loop }/Validate results }/Exlemal faults )/Backup EBLWeb configurati ]/f‘ load EBLWeb configurati ] v X
Select webserver
Cunl 1BADB EBLWeb200 101311 V151 FULL
Ccuoo 698CD EBLWeb200 10.139 V1.70 FULL

Backup

Unit information

Project name EBLWEB2.1.0 Device name EBLWeb200
SW version 210 DHCP NO
Technical address 02 IP address 10.1.3.11
Gateway type None Netmask 255.255.0.0
EBLnet YES Gateway 10.1.1.1

SSL NO
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7.3

7.3.1

7.3.2

7.3.3

Site Specific Data (SSD)

Site Specific Data (SSD) is user configurable data from the EBLWin that is used in the
Firetracker system including all control units. This data includes specific data such as, user
data and alarm points in the system, etc. This SSD needs to be downloaded into the Web-
server as well, since the EBLWeb needs the user data for its user handling system, and
also for keeping track of how many control units the Firetracker system consists of.

The download of SSD data can be done in three ways.

e Via download of configuration data.
e Via download of SSD for control units.
¢ Viaindividually download for each Web-server.

Download via Configuration Data

This is done by checking the box Include SSD Data via the download of EBLWeb
configuration dialog.

Download via Download SSD for Control Units

When downloading SSD for control units in EBLWin, there is a choice to Download Web-
server SSD in the dialog box. This command is selected from the EBLWin menu
Tools>Download SSD?. If the checkbox for [¥ Download Webserver SSD 5 ticked, the SSD will be
downloaded for each connected Web-server in each control unit.

Download SSD [Lax]
Control unit Status ‘ Start
[¥] Control unit 0
V| Control unit 1
Download display units [¥] Download Webserver SSD

| Note: EBLWin has to be logged on to the Firetracker system.

Download via Individual Menu

The SSD can be specifically downloaded to each Web-server by right-clicking in
respective Web-server and select Download SSD... in the context menu.

== Download SSD e

I Download ]

Note: EBLWin has to be logged in on the Firetracker system.

22 Not to be confused with the context menu on the Web-server (right-click on Web-server) in the tree menu and selecting
Download SSD. This context menu will only download the Web-server's SSD.
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Installation / Commissioning

8.1

Web-server 1l (1598) is used in the FT1020G3 system or FT128. It is intended for indoor
use and in dry premises.

The Web-server is mounted vertically on a 35 mm DIN rail inside the CIE.

One 0.65mm? RS232 cable with a 3 way Molex plug is
supplied, to connect the Web-server 1l to the FT1020G3
CIE main board “J7” or to FT128 main board “J5". Refer
. to the block wiring diagrams in Figure 4 for CIE Main
RS232 Board specific connections. On the Web-server plug-in
CONNECTOR connector PLC COM (RS232C), there are screw
terminals for the yellow, green and black wires. (Refer to

Figure 2 page 10)

One 0.65mm? power supply cable is supplied. Plug -l Webserver Il
this connector with the black EMI filter (see Figure 3) Power Cable |
into the Web-server Il power supply header. The
stripped end of this power cable connects to the screw
terminals on the FT1020G3 CIE main board or to
FT128 main board connector “J4”. For terminations,
refer to the respective connection diagram in Section
9.

-

EMI Filter

Figure 3 EMII Filter on Web-
server power cable

The
e Web-server 1l also has a RJ-45 connector
RJ45 ETHER " W, for a standard Ethernet CAT.5 cable used
CONNECTOR- . . for connection to the Internet / an intranet
not supplied" (LAN). (This cable is not supplied.)

The Web-server has a 9-Way male "D"
connector MODEM COM. (RS232C)

port. This is used to connect from the RS232 D- -Range (fOI' %

Web-server |l to a separate PC system,
etc. e.g. when one of the gateway Gateway Functlon)

functions is used. (This cable is not not supplied { /
supplied.) pp %

LED Indicators

There are three LED indicators on the Web-server Il:

o POWER: Indicating that the power supply is connected and is working.
e COM: Indicating:

o Ethernet connection (continuously)

o Ethernet data exchange (blinking)
e COM: Not used.
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Figure 4 1598 WEB-SERVER Il installed to FT1020G3
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Liability Disclaimer

This product should be correctly configured and installed to suit the site specific application to ensure
fire safety.

Brooks shall under no circumstances be liable for any incidental or consequential damages arising from
loss of property or other damages or losses owing to the failure of Brooks products beyond the cost of
repair or replacement of any defective products.

Brooks reserves the right to make product improvements and change product specifications at any time. While
every precaution has been taken during the preparation of this manual to ensure the accuracy of its contents,
Brooks assumes no responsibility for errors or omissions.
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NSW - Head Office

4 Pike Street Rydalmere NSW 2116
Ph: 029684 1466

Fax: 02 9684 4146

Website: www.brooks.com.au

VIC

1/3 Molan Street, Ringwood, VIC 3134
Ph: 039879 5294

Fax: 03 9879 5249

SA

729A Port Road, Woodville, SA 5011
Ph: 08 8347 0000

Fax: 08 8347 0600

QLD

2/49 Boyland Ave Coopers Plains, QLD 4108
Ph: 07 3373 8222

Fax: 07 3373 8022

WA

P.O. Box 2114, Midland DC W.A. 6936
Ph: 08 6262 8095

Fax: 02 9684 4146

New Zealand

Unit 106 “The Zone” 23 Edwin St, Mt Eden, Auckland 1024
Ph: +64 9 638 4644, Toll Free 0800 220 007 (NZ only)
Fax: +64 9 638 4645

OR NATIONAL AUSTRALIAN SALES NUMBER: 1300 78 FIRE (3473)
FOR THE COST OF LOCAL CALL

Panasonic ideas for life ‘ BOOKS
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